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Prutecting your intercus

CERTIFICATE OF CONFORMANCE
CONSTRUCTED FACILITY

This is to certify that the constructed data center facilities of

ePLDT In¢c
VITRO Clark Data Center

VITRO Clarlk, Lot 3, Niney Aguine Avenue
Clark Freeport Zone, Pampanga
The Philippines

has been independently assessed and found to conform to the requirements of:

ANSI/TIA-942-B-2017

Rated-3

for the following scope:

Architecture Telecom Electrical Mechanical
Rated-3 Rated-3 Rated-3 Rated-3
Certificate Number: TIA942PH220822001 P
Certificate validity: 22-Aug-2022 until 21-Aug-2025 /ﬂm{ﬂ/\

Certificationsy

= w  eicen f.ea;,o?"&?{’%%m
TIA-942) :

Surveillance August
audits due by: "!»‘2?231}‘ =\

Lack of fulfillment of certification terms and conditions
may render this certificate invalid. This certificate can

be verified at htips://tiaonline.ora/942-datacenters/
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Protecting your iaferests

CERTIFICATE OF CONFORMANCE
CONSTRUCTED FACILITY

This is to certify that the constructed data center facilities of

ePLDT Inc.
a VITRO Makati 2 Data Center

#222 Nieanor Garcia Street, Brgy. Bel-Afr
Makati City, The Philippines

has been independently assessed and found to conform to the requirements of:

s ANSI/TIA-942-B-2017

Rated-3

for the following scope:

Architecture Telecom Electrical Mechanical

Rated-3 Rated-3 Rated-3 Rated-3

Certificate Number: TIA942PH220901001

Certificate validity: 1-Sep-2022 until 31-Aug-2025 ”w’ua//\
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Lack of fulfillment of certification terms and conditions : et e A
may render this certificate invalid. This certificate can
be verified at https://tiaonline.ora/942-datacenters
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ePLOT, Inc. ) . Billing Statement
223 N. Gareza 5t., Bel-Air, Makati, NCR, Fourm

Distnies, Philippines, 1202 BS-MKT2 142054D59
VAT REG. TIN 207-762-546-00004

T2t No : 8150508 § 5150303/ E52-0055 BAN: 000186335
Bt TO: TRENDS AND TECHNOLOGIES INC. P.ONo. Dater 031172023
ATTENTION  Renato Velonza SQNo 16002571
ADDRESS 6F Trafalgar Plaza. H.V. Bela Costa Streat Salcedo Village, Makst PAYNENT TERMS: 30daye
City - PH
BUSINZSS NAME/STYLE DR No: Tel. No.
TIN 002-035-961-00000 DUZ DATE:. 100112023

Przvicus Balanza . ) Sdjusirents Past Due Amount Cur=nt Amount
‘ SENSITIVEINFORMATION REDACTED ‘
UNIT PRICE

PARTICULARS TOTAL AMOUNT

One-Tims Chargs: For the Perled 05/01/2023 o 03302023
Adcidonzi Ampe (SQ 13032371)

AJCHIONS) ARG (SQ 15033571)

Fa) Rzok 204 Rated (2F M2C31)(SQ 18302571

Fiul Ra5k 20A Rated (2F M2002) {80 16312571

Rk 5250 PDU 324 1SC329, 23 way €13 + 2 wsy C13. nig
1302571)

Ctprer Cross CORNzet (5Q 150024523
Cepresr Croes Cornset (5Q 150024523
Crppes Cross Connact (5Q 15002453,
Crpps Cross Cornadt (SO 150025718
Ceprer Croes CornzeL¢SQ 1500257 1)
CTpper Cross Cormadt (SQ 15002571)
LAN Pon {S2 15033571)

VITRO IMamel ACeEes (50 150304552)

‘SENSITIVE INFORMATION REDACTED

SUBTOTAL
Corar3ct Perise: to VATAELE SALE PHP
VAT EXEMPT 8ALE . -
VAT ZERO RATED SALE . " SENSITIVE
VAT AMOUNY INFORMATION
TOTALSALES|  pop REDACTED
CURRENT ANMOUNT FHP
PAST CUE AMOUNT
TOTAL AMOUNTDUE| PHP §

TERMS AND CONDITIONS PAYRIENT INSTRUCTIONS
11: Du2 Das2: 30 days Lpan RCEpt of Imice (1) Flesss maks chack payadle 1: SPLOT. In2.
12) LA PIymErT 5NAl 08 SLD'ECI S A fEraty chage Jf 3% par [2) Far crect of wive transten
ronth. EDO{tyala Ava Branch) - Peso Acct No: 5318-013305; {Swift Coda): BHORPHMAM
'3) Plazss elsm Creitantz WiRnHdng Tax or BIR 2307 and ER D3(Manla Branch) - USD Acct. Ho. 1063513305; (Swift Coda): DEUTPHMM
2306 (f spicadts) REther Wi Me enzek pxymant. Tallire 10dosa Send predf of RMEEICae0elt it St _paymenisikealctoom
AL f2Mah ar Cuistanging AcSouts Resalvety2 equva st iothe (3) In caga of ‘AINLoKIng [3X G2IUCTON pi=E52 SULM ME CORRSIONEN] Withhtidng
amaunt of tneodeszd CWT. X CEruneals. Cinanvise, In2 tonzl amaunt witkhald shad be desmsd unpald 2nd

EaTardibe.
Plzzce Hamne he hvocarstsiement immedlztsly taon reo2pl I oo 2) Far inquiras 29d SamIcatans, you may corfast us B1rePLDT(RST338) foe PLOT
zrrordissrepancy (s reacied withn seven (7) dsys Tam cate of 3ndras substiters and 8 288 593 far cihisr NEtavike.  YOU £2N 3’60 RE0O US
TE221L NS 300U WIR DE CONSHISTSd comeet. rzzk-imz trowgh CHAT o cure=telte wivy.eaidt cam nd clck e CHAT ICON of
£zl Us @ WECIIER2PEOLCOT And £pI_DAYMENIES SHALEOM

BIRCAS Parmit No: 2001_0123_PTU_CAS_00075Y “THIS DOCUMENT IS NOT VALID FOR CLAIM OF INFUT TAXES®
Date tssu=g- 01512020 THIS BILLING STATEMENT SHALL SE VALID FCR
Valid Ungil: 1273172024 FIVE (5) YEARS FROM THE DATE OF PERMIT TO USE

Series: B3-MKT2 152000001 - BE-MKT2 142008022

THIS IS A SYSTEM-GENERATED DOCUMENT. NO SIGNATURE IS RE‘EUIRE).




L0 €PLDT. Inc. , . Billing Statement
22 N. Garca 5t Bel-Air. Makati, NCR. Fours
{ @ P Distct, Philipgines, 1202 BS-MKT2 142055275
VAT REG TIN 207-762-548-00004 ) .
Tel. No.: 815-0508 / 515-0803 1 658-0055 BAN: alap27es2
SILLTO TRENDS AND TECHNOLOGIES, INC. PONo Datz. 024828/2023

ATTENTICH.  Renato Velonza

SO MNo 16002571

Excess Chargee: For s Perlad ON012023 to 05302023

EXZE55 POWES per ampers (ratsd) (2F M2COT)
(83.33 ATps - 25 AMps)

Exa255 PoVer per ampere (fat=d) (2F M2CE2)
{63.05 ATps - 45 Amrs)

SUBTOTAL

Corract Renog ©

ADDRESS 6F Trahklgar Plaza, H.V. Bela Costa Street Salcedo Village, Makati PAYMENTTERIAS:  30a3ys
City -PH
BUSNZSS NAME'STYLE DR Me.. Tzl No.
TIN 002-033-964-60000 DUEDATE.  10/23:2023
P~'=.-vs Balance | Payments Adjustneants Pasi Due Amount Currzni Amount
' ) D SENSITIVE INFORMATION REDACTED ,
PARTICULARS UNIT PRICE TOTAL AMOUNT
Fao: o )

SENSITIVE INFORMATION REDACTED

YATABLE 34LE PHP

VAT EXEMPT SALE
VAY ZERO RATED 8SLE SENSITIVE.
VAT AMOUNT INFORMATION
TOTAL SALES PHP REDAGTED

CURRENT AMOUNT Fsp
PAST DUE AMOUNT

TOTALAMOUNT DUE| PHP

TERMS AND CONDITIONS

PAYMENT INSTRUCTIONS

:1;0uz Dat= 30 d3ys Lpan Recem of Imeales:

121 L2t paymirg 563l pe sLpact 83 3 peraty charge of 3% per
month

13; PI2E52 EUDM CrantEsls Wihnoidng Tax or BIR 2337 and BIR
2205 (if opleaniz) ogsharan the chzek paymett. fElLrz 040 53
21 r2mak ar CUtEtarding Accounts Receivens equiasnt o ike
ampunt of wienlesizd CIYT.

Di2zsa examme Tie vaoe!stzmeant iImmedizt2ly upen r2oept Hno
|erocidiscrepancy le reacried withn 524en {7) days from caiz of
recait the Azt wil 32 consdared comEc

(1) Plzdse mals check payanls B SPLOT, e,

(2) Far eret crwir2 trenzizn

BDO(~yal3 Av'e Branch) - Peso Acet. No: 5318-0133CS; {Swint Cods): BHORPHNM
DB(Manfla Branch] -USD Acch No. 1063513305; (Swirt Cods): DEUTPHIMM

Send procf of remitEcedzpoelt Il £pd)_paymenisepletcom

(3) In ¢az2 of wihbokirg tax geduston pisas2 sutmh ths corsspontng witthudng
=x ceritficatz, Otharwiss, iha lote] amotnt withhald Bh 5= g==m=d uRpald and
caTardape.

(43 For Inquines and cariesibrs, you may contact Us at seFLETiRG? 535) far PLOV
landIne gubsctters and 8 2658 £G3 for cisr NTAWKS.  You can S0 1253h Us
rezl-lima throwgh CHAT tn curwetelte vava,epidioam znd ick the CHAT ICON or
emall us & wacars TapaLeoT and spitt_ oSy mantEZ efdLea

BIRCAS Permit Mo: 2001_0125_P7U_CAS_000751
Date Issu=d: 01/0%:2620

Valid Until: 12/3172024

Series: 35-MKT2 152000001 - BS-MKTZ 142009322

THIS IS A SYSTEM-GENERATED DOCUMENT. NO SIGNATURE IS REQUIRED.

"33 DOCUMENT 15 NOT VALID FOR CLAIM OF INFUT TAXES
THIS BLLING STATEMENT SHALL SE VAUDFOR
FIVE (5) YEARS FROM THE DATE OF PERIITTO USE

a')’;‘
" T TR %a )
"7 TREN

k

'achinology To Ti

PUIETIFIED TRUE COPY




ePLDT, Inc.

£ Floor, LV Locsin BiZg, Ayala Avz. cor Ma'ati
Av2., San Lorenzo, Makan City, Phiippinss, 1223
VAT REG TIM 207-762-E4
T2 Ne: 815-0508 / B15-DBD3 ¢ 552-0058

Billing Statement

BS-CRK 144007045

+8-00003 BAN: 800138843

Przvious Salanca

PARTICULARS

BiLLTO TRENDS AND TECHNOLOGIES INC. P.ONb. Dat=: 030112023
ATTENTION  Renato Velonza SQ Mo 16092570
ADDRESS 6F Trafalgar Plaza, H.V. Dala Costa Street Salcedo Village, Makati PAYMENT TERMS' Jodsys
City -PH
BUSINESS NAMESTYLE ORNo: Tel. No.
TIN 002-035-961-00000 DUEDATE  10M1R023
A“Justmsms Past Due Amount Cuw=nt Amount

SENS!TI\IE lNFORMATlON REDACTED

TOTAL AMOUNT

UNIT PRICE

One-Tims Chargs” Fer ths Pariod 039172023 1o 0302023

AJmdonz Amps (5Q 1600257

Ful R22k 208 Rated (G5 M1AD7)(5Q 15002570)
FLil Rz2k 204 Rat=yl (GF MIALG)(SQ 1500257D)
RscX 0350 PDU 32A 120339, 20 way C13 + £ way, C15, Bl
15032570;

Crppes Crose Cornzez 10 15L02570;

Crpper Croes Comzat 15Q 15105570

LAN Foi 150 15005570!

VITRO IM2Mel ACess (SQ 1301048531

SUBTOTAL

Cereract Perdg: 1o

SENSITIVEINFORMATION REDACTED.

VATABLE SALE
VATEXEMPT SALE

VAT ZERO RATED SALE
VAT AMOUNT

TOTAL SALES

SENSITIVE
INFORMATION

REDACTED

CURRENT AMOUNY
PAST DUE AMCOUNT

TOTALAMOUNT DUE| PHP

TERMS AND CONDITIONS

PAYMENT INSTRUCTIONS

.1;0u2 Bz 30933 Lpon Reczpi ofimapice.

12; Lats payment shal De 5Lt=ct ta 3 pergty charge of 3% par
TOTh

13! Piza352 elomi Craciante Withatidng Tax prBIR 2337 and BIR
2206 (I DpIcadiz) Psteram hiz casck pEymETL fu= 104050
=it ;emat an OJ...Er :11'19 Atcaunts Reszlvebia eqvaart ipfke
amaunt of riesdssisd CWT.

PlzZEe examne Tie Lvocesialemant Immesliztaly Loon FECEpL B o
2oLdISSEpAncy 16 rEaceted within s&72r {7) 4358 Tom &z of
repstat 2 aesount wib 02 eonsidzr=d comrect.

(1) Fleasz maka chzck payadis 100 sFLDT, N

(2) For terect or wire Irensfer:

BDO{ yala Ava Branch] - Peso Acct No: 5318-313305; (Swift Cods): BNORPFHIMM
DB(Manlta Branch) - USD Acct No. 1008513305; (Swirt Cona). DEUTPHMM

Qena preof of remktencezpeelt i 2pidi_peymentseniotsom

(3)In case of wtikolding lax szdustan pleass eutmk the Somesgonng withheidng
Ex cariifteata. Sihesvisz, tha lotal amownt wittheld sha) be dzemad unoald and
camardabe.

(£} For inquires 200 Sarffes3ahs, you may cortact us a17eFLET(F37538) fer PLOT
larding gubsstbars and 8 25E8 £03 far ceher nzbaoke. Yeu c2n 250 1223 us
r2al-imz mough CHAT on turwsteltz vare.egidteam 2nd Glok bz CHAT ICOM oF
emall Us a'esearsybspidleom and spift daymenEaeridteon

BIRCAS Permit No: 2001_0125_PTU_CAS_000751
Date Issusd: 0190$:202¢

Valid Until: 12312024

Series: BS-CRK 142000001 - BS-CRK 1£4999029

THIS DOCUMENT IS NOT WALID FOR CLAIM OF INFUT TAXES
THIS BILLING STATEMENT SHALL SE VALIDFOR
FIVE (5) YEARS FROM THE DATE OF PERMIT TO USE

THIS IS A SYSTEM-GENERATED DOCUMENT. NO SIGNATURE IS REC'UIR‘D.
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o~ Excess Poser pos anosrs i@y, (GF-WADT

- ' €PLDT. Ine. Billing Statement
R ; & Floor, LV Locsin Bz, Ayala Ave cor Maleati ng
@ Ave., San Loranzo, Makst City. Philippines, 1223 BS-CRK 144007107
" VAT REG TIN 207-762-546-00003 . -
Tel. No.: 815-0508 / 515-0603 7 5520055 BAN: 800027834
BRLTO TRENDS AND TECHNOLOGIES, INC. P.O No. Data: 0812972023
ATIENT:ON  Renato Velonza SQ Mo 16002570
ADDRESS 6F Trafalgar Plazs, HV. D2la Costa Strest Salcedo Village, Makati PAYNENT TERMS. 30days
City -PH
BUSNESS NAME/STYLE DR No: Tel No.
7N 002-935-951-0000D DUEDATE. 128023
Previous Balance Payments Adjusiments Past Dus Amount Curr=rt Amount
O O DA D
PARTICULARS QUANTITY UNIT PRICE TOTAL AMOUNT

Fa0:

Excses Charges: For ths Pariod 091172023 to 0373012023

14337 Amps - 20 Amas)
Excess SUA D& amIHT (rateg) (GF-M1A-03)
128 77 Ampe - 20 Am06)

SUBTOTAL

Comract Pzrbe o

‘SENSITIVE INFORMATION REDACTED

VATABLE SaLe|  pap

VAT EXEMPT SALE

VAT ZERO RATED SALE

bdobi FoRMATION
TOTALSALES|  pam |

REDACTED
CURRENT AMOUNT PHP
PAST DUE AMOUNT

TOTAL AMOUNT DUE PH?>
TERMS AND CONDITIONS PAYMENT INSTRUCTIOho
11: Duz Dz 30days Lpon Recept of Imolce (1) Flease mska chack payadle 10: 2FLOT, Inz.
12; Lzt paymant shat 0e subi2cl 1 3 peraty chage of 3% par (2) For crect of wie lransten
moh BDO{aysla Ava Branch] - Peso &oct. No: 5318-313905; {SWift Cods): BRORPHMA
13: Dl23s2 ELDMT Craciiadle Wimnddng Tax os BIR 2377 and BIR DB(Man!la Branch) - USD Acct No. 10025£3305: (Swift Cods)y: DEUTPHMM
2208 (If @picanle) og=her 4t e ensek s3yment. faliLre o do 5o Gend oroof of rembEncedecst 1o apidt paymentsi@esiczeom
[all ramah ar Sutstarding Accounts Reselvales equrvasnt io the (3) In cage of winkollieg Lax cedustan plezss seutmit the comesponeng withhtdng
amount of Urieolesizd CAYT. B ceritficets. Ofhenulse, e fotal amewmnt wittheld 5h33 be d=emsd ungald nd
gemardabe,
Plzzce HEMN2 T1E Mvooaatatemant IMTEdiztaly L0n r2eePt ¥ na (%) For Irquires &g carlealons, you may corlact us alF2FLDTIEGIS30) Tor PLOT
zrondissrepancy Is reocred withn sever (7) Jsys from oaie of lardlnz subssabers and 8 Z8E6 293 FIr cOisy NECAGKRE.  YOU C3N €0 IFa2 US
TS UV ESCOLt WD 0@ COnssr=d ooTecL r2z-tima tiowgh CHAT on curiestelte wve.ssidteonm and clek the CHAT ICOM or
emsli us &t watsreydapidl.com and spitt_sayrente@spdican
BIRCAS Permit No: 2001_0125_PTU _CAS_000751 25 DDCUKENT I3 NOT VALID FOR CLAIM OF IMFUT TAXES'
Date fssued: 0153172020 THIS BILLING STATEMENT SHALL SE VALID FOR
Valid Until: 123172024 FIVE (5) YEARS FRCM THE DATE OF PERIAT TO USE
Series: 85-CRK 142000001 - B5-CRK 154809380
— THIS IS A SYSTERMI-GENERATED DOCUMENT. NO SIGNATURE IS REQU[EED. 01'
e 1011
4 _:7". b
L:‘i

o LR o Yy AT NSNS,




CERTIFICATE

No. SCUK001708D

certifies that -

Trends & Technologies, Inc.

20th Trafalgar Plaza, 105 HV Dela Costa, Salcedo Village Makati, Philippines

operates a management system that has been assessed as conforming to :

ISG/IEC 27001:2013

for the scope of activities :

Trends Managed ICT Services- Service Operations Group which consists of
Trends Operations Center, Systems & Platforms, Serviece Management and
Compliance & Continual Improvement
Statement of Applicability: MICTS-S0-Statement of Applicability Version 6 effective July 20, 2020

Issue date : 14 April 2021

Valid until : 28 October 2023 {Subject to adherence to the agreed ongoing
programme. successful endorsement of certification following each audit and
compliance with the terms and conditions of certification.)

Original date of certification - 29 October 2017

Mo Ghaus Operations Director SOCOTEC Certification UK

v

\ 2 To ceqd
Serbert Close, Portishead, Bristol BS20 7FS i Technology ‘
UNITED KINGDOM :j
http://socotec-certification-international.co.uk 9 i
) o T D e I R R Rt & i et = m‘
A TIFIED TR PY

:j’
r'r;,,f" > — !%E] F?
e 3‘; &ﬂ’("’ac %"}) G AN §
-y E M Ot
SOCOTEC Certification UK Ltd, 6 Gordana Court ' :5:?’ 2 3 g




99.9% uptime or
availability




10/3/23, 3:06 PM Splunk Cloud Service Level Schedule | Splunk

N

sk

SPLUNK CLOUD
SERVICE
SERVICE LEVEL
SCHEDULE *

Service Level Commitment

The Splunk Cloud Services will be available 100% of the time, as
measured by Splunk over each calendar quarter of the Subscription
Term, and subject to the exclusions set forth below (the “Service Level
Commitment”).

A Splunk Cloud Service is considered available if the Customer is able
to login to its Splunk Cloud Service account and initiate a search using
Splunk Software.

Service Level Credit;

If Splunk fails to achieve the above Service Level Commitment for a

—_ Splunk Cloud Service, Customer may claim a credit for such Splunk
Cloud Service as provided below, up to a maximum credit per calendar
quarter equal to one month's Splunk Cloud Service subscription fees.

PERCENTAGE AVAILABILITY PER CALENUAR CREDIT
QUARTER ”
100 NO
CREDIT
99.99-99.999 2 HOURS
— 99,9-99.99 4 HOURS
-~ Skip to main content > y,

hitps:/fwwv.splunk.com/en_us/legal/splunk-cloud-service-level-schedule.himl 14




10/3/23, 3:06 PM Splunk Cloud Service Leve! Schedule | Splunk

_ splunk>

L l

Exclusions

A Customer will not be entitled to a service credit if it is in breach of its
Agreement with Splunk, including payment obligations. The Service
Level Commitment does not apply to any downtime, suspension or
termination of the applicable Splunk Cloud Service (or any Splunk
Content or Splunk Software operating in connection with the Splunk
Cloud Service) that resuits from:

* Account suspension or termination due to Customer's breach of
the Agreement.

* Routine scheduled maintenance (Splunk's Maintenance Policy is
available at https://www.splunk.com/en_us/legal/splunk-cloud-
platform-maintenance-policy.htmi).

* Unscheduled, emergency maintenance or an emergency caused
by factors outside Splunk's reasonable control, including force
majeure events such as acts of God, acts of government, flood, fire,
earthquake, civil unrest, acts of terror, Customer Content, Third
Party Content or Internet Service Provider failures or delays.

* A Customer's equipment, software or other technology, or third-
party equipment, software or technology (other than those which
are under Splunk's control).

* Failures resulting from software or technology for which Splunk is
—_ not responsible under the Agreement.

* Customer's ability or inability to operate the Forwarder software is
addressed by Splunk support services. For purposes of the Service
Level Commitment, the Forwarder software is excluded from the
calculation of the availability of the Splunk Cloud Services.

No Service Level Commitment is provided for free, proof-of-concept
or unpaid trial services

Service Credit Claims.

~“™  Skip to main content »

https:/fwww.splunk.com/en_us/legal/splunk-cloud-service-level-schedule.html

2/4



10/3/23, 3:06 PM Splunk Cloud Service Leve! Schedule | Splunk

- splunk>
e TiE T e e e e e e e i fa s e v e
Cloud Service, by contacting Splunk at splunk-cloud-
billing@splunk.com with a complete description of the downtime, how
the Customer was adversely affected, and for how long. Splunk
reserves the right to deny the service credit if the Customer does not
gualify.
The service credit remedy set forth in this Service Level Schedule is
the Customer's sole and exclusive remedy for the unavailability of any
applicable Splunk Cloud Service.
. *All capitalized terms not otherwise defined are as set forth in the

Splunk Cloud Terms of Service.

COMPANY v

PRODUCTS v

SPLUNK SITES v

LEARN v

CONTACT SPLUNK ~

USER REVIEWS v

GETITON

Google Play

o2 Dowiload orithe

>

~~ Skip to main content »

https:/iwww.splunk.com/en_usflegalisplunk-cloud-service-level-schedule.htrl 3/4




10/3/23, 3:06 PM Splunk Cloud Service Level Schedule | Splunk
N

__ splunk>
splunk>

Free Splunik

© 2005 - 2028 Splunk Ing. All rights reserved.

htips:/fiwww.splunk.com/en_usflegal/splunk-cloud-service-level-schedule.himl 414




10/10/23, 10:44 AM Compute Engine Service Level Agreement (SLA) | Google Cloud
FamN

Back to Google Cloud Terms Directory (https:/cloud.google.com/product-terms) > Current

Compute Engine Service Level Agreement
(SLA)

During the Term of the agreement under which Google has agreed to provide
Google Cloud Platform to Customer (as applicable, the "Agreement"), the Covered

—_— Service will provide a Monthly Uptime Percentage to Customer as follows (the
"Service Level Objective" or "SLO"):

. Covered Service Monthly Uptime Percentage
Instances in Multiple Zones ;= 99.99%
A Single Insténce of Memory Optimized family* >= 99,95%
A Single Instance of all other families** >=909.9%
Load balancing >=99.99%

* https://cloud.google.com/compute/docs/memory-optimized-machines
{https://cloud.google.com/compute/docs/memory-optimized-machines)

** https://cloud.google.com/compute/docs/machine-resource
(https://cloud.google.com/compute/docs/machine-resource)

if Google does not meet the SLO, and if Customer meets its obligations under this SLA,

Customer wili be eligible to receive the Financial Credits described below. Monthly Uptime

Percentage and Financial Credit are determined on a calendar month basis per Project per

Region or, for a Single Instance, per instance. This SLA states Customer's sole and exclusive

remedy for any failure by Google to meet the SLO. Capitalized terms used in this SLA, but
~~  not defined in this SLA, have the meaning set forth in the Agreement. If the Agreement

hiips:/icloud.google.com/compute/sia 15




10/10/23, 10:44 AM Compute Engine Service Level Agresment (SLA) | Google Cloud

—

authorizes the resale or supply of Google Cloud Platform under a Google Cloud partner or
reseller program, then all references to Customer in this SLA mean Partner or Reseller (as
applicable), and any Financial Credii(s) will only apply for impacted Partner or Reseller
order(s) under the Agreement.

Definitions
The following definitions apply to the SLA:
« “Covered Service"” means:
» Instances in Multiple Zones.
* A Single Instance.
» Load balancing as part of the Compute Engine Service.
» "Downtime” means:

» For virtual machine instances: loss of external connectivity or persistent disk
access for the Single Instance or, with respect to Instances in Multiple Zones, ail
applicable running instances.

= For load balancing: loss of external connectivity {via the external IP addresses
associated with load balancing forwarding rules with all Healthy Backend
Instances) due to the failure of Google’s systems.

« Downtime does not include loss of external connectivity as a result of (i) the
Google managed VPN service failing to serve traffic directed to VPN tunnels
under that service; that sort of downtime is addressed exclusively in the Cloud
VPN SLA; or (if) Network Service Tiers - Standard Tier
(https://cloud.google.com/network-tiers/docs/overview) failing to serve traffic.

» "Downtime Period" means a period of one or more consecutive minutes of
Downtime. Partial minutes or intermittent Downtime for a period of less than one
minute will not count towards any Downtime Periods.

+ "Financial Credit" means the following for Instances in Multiple Zones and load
balancing:

— Monthly Uptime Percentage of monthly bill for the respective Covered Service in the Region that did

hitps:/fcloud.google.com/compute/sla 2/5




10/10/23, 10:44 AM

~—

Percentage
99.00% - < 99.99%
95.00% - < 99.00%

< 95.00%

Compute Engine Service Level Agreement (SLA) | Google Cloud

not meet SLO that will be credited to Customer's future monthly bills
10%
25%

100%

o “Financial Credit” means the following for a Single Instance of Memory optimized

family:

Monthly Uptime
Percentage

95.00% -< 99.95%
90.00% - < 95.00%

< 90.00%

Percentage of monthly bill for a Single Instance in the Region that did not meet SLO
that will be credited to Customer's future monthly bills

10%
25%

100%

 “Financial Credit" means the following for a Single Instance of all other families:

Monthly Uptime
Percentage

95.00% - < 99.90%
90.00% - < 95.00%

<90.00%

RS

Percentage of monthly bill for a Single Instance in the Region that did not meet SLO
that will be credited to Customer's future monthly bills

10%
25%

100%

+ "“Healthy Backend Instances" means instances that are responding affirmatively to
load balancing health checks.

« "Instances in Multiple Zones" means virtual machine instances hosted as part of
the Compute Engine Service where instances are placed across two or more Zones in
the same Region.

» "Monthly Uptime Percentage” means total number of minutes in a month, minus the
number of minutes of Downtime suffered from all Downtime Periods in a month,
divided by the total number of minutes in a month.

—_ » "Region” means the applicable region described
at https://cloud.google.com/compute/docs/regions-zones/

hitps://cloud.google.com/compule/sia
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(https://cloud.google.com/compute/docs/regions-zones), as may be updated by Google from
time to time.

» “Single Instance™ means a single virtual machine instance hosted as part of the
Compute Engine Service.

» “Zone" means the applicable zone described
at https://cloud.google.com/compute/docs/regions-zones/
(https://cloud.google.com/compute/docs/regions-zones), as may be updated by Google from
time to time.
Customer Must Request Financial Credit

in order to receive any of the Financial Credits described above, Customer must notify.
Google technical support (https://support.google.com/cloud/contact/cloud_platform_sla) within 60
days from the time Customer becomes eligible to receive a Financial Credit. Customer must
also provide Google with log files showing Downtime Periods and the date and time they
occurred. If Customer does not comply with these requirements, Customer will forfeit its
right to receive a Financial Credit.

—  Maximum Financial Credit

The maximum aggregate number of Financial Credits issued by Google to Customer for all
Downtime Periods in a single billing month will not exceed the amount due by Customer for
the respective Covered Services in the Regions that did not meet SLO for the applicable
month. Financial Credits will be in the form of a monetary credit applied to future use of the
Covered Service and will be applied within 60 days after the Financial Credit was
requested.

SLA Exclusions

The SLA does not apply to any (a) features designated pre-general availability (unless
otherwise set forth in the associated Documentation); {b) features excluded from the SLA
{in the associated Documentation); or (c) errors (i) caused by faciors outside of Google's
reasonable control; (i) that resulted from Customer's software or hardware or third party
software or hardware, or both; (iii) that resulted from abuses or other behaviors that violate
the Agreement; or (iv) that resulted from quotas applied by the system or listed in the
Admin Console. As applicable, Customer will only be entitled to Financial Credit for
Downtime of a particular virtual machine instance as either a Single Instance or Instances
in Multiple Zones, but not both.

hitps//cloud.google.com/compute/sla 4/5
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PREVIOUS VERSIONS (Last modified August 29, 2023)

April 12,2021 _(https:/cloud.google.com/compute/sla-20210412)  January 13, 2020

(https://cloud.google.com/compute/sla-20200113)
(https://cloud.google.com/compute/sla-20190328)
{https://cloud.google.com/compute/sla-20180413)
(https://cloud.google.com/compute/sla-20171130)

(https://cloud.google.com/compute/sia-20161104)

(https://cloud.google.com/compute/sla-20151016)

https://cloud.google.com/compute/sla

March 28, 2019
April 13, 2018
November 30, 2017
November 4, 2016

October 16, 2015
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Splunk Cloud Platform Setvice Details

3 Latest translated version: Splunk Cloud Platform

Splunk Cloud Platform introduction
Welcome to the Splunk Cloud Platform service description.

Splunk Cloud Platform delivers the benefits of award-winning Splunk® Enterprise as a cloud-based service. Using Splunk
Cloud Platform, you gain the functionality of Splunk Enterprise for collecting, searching, monitoring, reporting, and
analyzing all of your realtime and historical machine data using a cloud service that is centrally and uniformly delivered by
Splunk to its large number of cloud customers, from Fortune 100 companies to small and medium-size businesses.
Unless otherwise noted in Releass Notes, Splunk manages and updates the Splunk Gloud Platform service uniformly, so
all customers of Splunk Cloud Platform receive the most current features and functionality.

Splunk Cloud Platform provides a complete suite of self-service capabilities for you to ingest data, customize data
retention settings, customize user roles and centralized authentication, configure searches and dashboards, update your
IP Allow List and perform app management. In addition, you can use the Cloud Monitoring Console {CMC) to holistically
monitor the data consumption and health of your Splunk Cloud Platform environment. Finally, ensure your Operational
Contacts are kept up-to-date; see Your maintenance responsibilities for more details.

Your subscription to the Splunk Cloud Platform service is workload-based and is sized for resource capacity. By
exception, you may be on an ingest-based subscription that is sized for data volume ingested. For more information, see
Subscription types.

This document describes the features, capabilities, limitations, and constraints of the Splunk Cloud Platform service and
our responsibilities to you as a Software as a Service provider. This document also notes your responsibilities as a
subscriber to the service. Be sure fo read the complete service description and the service terms and policies documents

listed in the following section. If you have questions after reading any of this material, contact your Splunk sales
representative.

Service terms and policies

The following links access important terms and policies documents that pertain to the Splunk Cloud Platform service. Be
sure to read these documents to have a clear understanding of the service. If you have any questions, contact your
Splunk sales representative.

¢ Splunk General Terms

¢ Splunk Cloud Service - Service Level Schedule
@ Splunk Cloud Platform Maintenance Policy

= Splunk Platform Support Programs

* Splunk Data Security and Privacy

» Splunk Cloud Platform: Shared Responsibility Model: Selecting this link downloads a PDF to your machine or
device.

Available regions and region differences

Splunk Cloud Platform is available in the following global regions for new stacks.




Victoria Experience

US (Oregon, Vlrgmla)

UK {(London)

Europe (Dublin, Frankfurt, Paris)

Asia Pacific (Singapore, Sydney, Tokyo)
Canada (Ceniral)

Not currently avalfable

Classic Experience

US (GovCloud US-West, GovCloud US-East)

Europe (Stockholm)
Asia Pacific (Mumbai, Seoul)

US (lowa)

UK {London)

Europe (Belgium, Frankfurt)
Asia Pacific (Singapore, Sydney)
Canada (Montreal}

Admin Config Service
(ACS)

Avallable

~=~ | Data Manager

Available, except GovCloud US-West and GovCloud
US-East regions

Not currently available

Edge Processor

US {Oregon, Virginia)

UK (London)
Europe (Dublin, Frankfurt)
Asia Pacific {Singapore, Sydney, Tokyo)

Not currently available

Federated search for
Splunk

Available

Available

— | Federated search for
Amazon S3

Available, except GovCloud US-West and GovCloud
US-East regions.

Not currently available

Ingest actions

Available, filtering, masking and routing on
customer-managed heavy forwarders or Splunk Cloud
Platform environment

Available, filtering and masking on customer—managed
heavy forwarders

Splunk Secure Gateway

Available, except GovCloud US-West and GovCloud
US-East regions

Available

Storage:
Customer-managed
encryption keys (Preview)

Available

Available, for DDAS

—

Compliance and cettifications

Splunk has attained a number of compliance attestations and certifications from industry-leading auditors as part of our
commitment to adhere to industry standards worldwide and part of our efforts to safeguard customer data. The followmg
compliance aftestations/certifications are available:

» SOC 2 Type II: Splunk Cloud Piatform has an annual SOC 2 Type 2 audit report issued. The SOC 2 audit
assesses an organization’s security, availability, process integrity, and confidentiality processes to provide
assurance about the systems that a company uses to protect customers' data. If you require the SOC 2 Type 2
attestation to review, contact your Splunk sales representative o request it.

° [SO 27001: Splunk Cloud Platform is ISO/IEC 27001:2013-certified. ISO/IEC 27001:2013 is a standard-for an
information security management system, spacifying the policies and procedures for all legal, physical, and
technical controls used by an organization to minimize risk to information. See
https:/fwww.splunk.com/pdfs/legal/splunk-1SO-27001-ceriificate.pdf to access a PDF version of the Splunk ISO
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27001 certificate.

For information regarding the availability of service components between the AWS and Google Cloud regions, see
Available regions and region differences.

If your data must be maintained in a regulated cloud environment to assist you with meeting your compliance needs,
Splunk Cloud Platform provides these optional subscriptions. Not all features may be available in regulated cloud
environments. Please see feature-specific Documentation for more details.

s U.S. Department of Defense (DoD) Impact Level 5 (IL5): U.S. Defense information Systems Agency (DISA)
has granted the Splunk Cloud Platform U.S. Department of Defense (DoD) Impact Level 5 (IL5) Provisional
Autharization (PA). U.S. Government agencies are now able to leverage the power of Splunk Cloud Platform to
solve their challenging mission-critical problems, even when working with high sensitivity Controlled Unclassified
Information (CUI}. This subscription is available in the AWS GovCloud (US) regions, which are isolated regions
designed to address specific regulatory and compliance requirements. Cryptographic modules used In the Splunk
Cloud Platform FedRAMP offering are FIPS 140-2 validated encryption modules. For information about apps
validated by FedRAMP, see FedRAMP Moderate and DoD IL5 validated premium solutions and apps.

= FedRAMP Moderate: Splunk Cloud Platform FedRAMP is authorized by the General Services Administration
FedRAMP PMO at the Moderate Impact Level. Splunk Cloud Platform FedRAMP addresses the needs of the U.S.
Government, State and Local customers, educational institutions, and commercial customers who seek
FedRAMP authorized services, and allows them to run sensitive workloads in the cloud. This subscription is
available in the AWS GovCloud region, which is an isolated region designed to address specific regulatory and
compliance requirements. Cryptographic modules used in the Splunk Cloud FedRAMP offering are FIPS 140-2
validated encryption modules. For information about apps validated by FedRAMP, see FedRAMP Moderate and
DoD IL5 validated premium solutions and apps. .

¢ Health Insurance Portability and Accountabllity Act (HIPAA): Splunk Cloud Platform (HIPAA) is compliant
with the HIPAA Security Rule and HITECH Breach Notification Requirements. These regulations establish a
standard for the security of any entity that accesses, processes, transmits, or stores electronic protected health
information (ePHI).

< Information Security Registered Assessors Program (IRAP): Splunk attests Splunk Cloud Platform against
the PROTECT level of the IRAP standard. The IRAP standard allows the Commonwealth of Australia and
commercial customers to run sensitive workloads by using an IRAP assessed Splunk Cloud Platform environment
in Australia (AWS Sydney region).

o Payment Card Industry Data Security Standard (PCl DSS): Splunk tests Spiunk Cloud Plaiform for compliance
with the PCI DSS v4.0 standard. This standard applies to any entity that processes, transmits, or stores payment
card data as well as their critical service providers.

The table lists additional information for regulated cloud environments.

ey FT . B! 1X l.

You must provide IP allow list
rules to access your Splunk
Cloud Platform IL5 environment
located in the splunkcloud.mil
domain.

%
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Enabled by default. Splunk
manages the encryption keys
on your behalf and they are
regularly rotated.

Contact your Splunk sales
representative to learn more
about Splunk Cloud Platform
IL5. ;

GovCloud (US-West
and US-East)

DoD IL5




FedRAMP
Moderate

and US-East)

GovCloud (US-West

Enabled by default. Splun
manages the encryption keys
on your behalf and they are
regularly rotated.

P : ik aERsgl

You must provide P allow list
rules to aceess your Splunk
Cloud Platform FedRAMP
environment located in the
splunkcloudge.com domain.

If you are a Federal agency,
request the Splunk Cloud
Platform FedRAMP package
from the FedRAMP
Marketplace. Otherwise,
contact your Splunk sales
representative.

HIPAA

All AWS and Google
Cloud regions.

Enabled by default. Splunk
manages the encryption keys
on youwr behalf and they are
regularly rotated. If available in
your region, you have the option
o manage the encryption keys
instead.

You must provide IP allow list
rules to access your Splunk
Cloud Platform HIPAA
environment.

If you require the HIPAA
compliance report to review,
contact your Splunk sales
representative to request a
copy.

IRAP

AWS Sydney region

Enabled by default. Splunk
manages the encryption keys
on your behalf and they are
regularly rotated. Optionally,
you can choose to manage the
encryplion keys.

You raust provide IP allow list
rules to access your Splunk
Cloud Platform IRAP
environment.

If you require the IRAP
attestation of compliance to
review, contact your Splunk
sales representative to request
a caopy.

PCI DSS

All AWS regions
except GovCloud
(US-West and
US-East). All Google
Cloud regions.

Enabled by defaull. Splunk
manages the encryption keys
on your behalf and they are
regularly rotated. If available in
your region, you have the option
to manage the encryption keys
instead.

You must provide {P allow list
rules to access your Splunk
Cloud Platform PCI DSS
environment.

If you require the PCI DSS
attestation of compliance to
review, contact your Splunk
sales rapresentative to request
a copy.

" Data collection

Splunk Gloud Platform provides software and APlIs that enable you to ingest data from your applications, ¢loud services,
servers, network devices, and sensors into the service.

Unless otherwise described in feature-spacific Documentation, the following sections describe how you can send data to
Splunk Cloud Platform.

Using Splunk forwarders

There are two types of forwarder software: universal forwarder and heavy forwarder. In most situations, the universal
forwarder is the best forwarder for Splunk Cloud Platform since it includes the essential components that it needs to
forward data, uses significantly fewer hardware resources and is inherently scalable. For certain use cases when data
needs to be parsed prior to forwarding or data needs to be forwarded based on criteria such as source or type of event, a
heavy forwarder is required. Your Splunk Cloud Platform subscription includes a deployment server license for centralized
configuration management of your Splunk forwarders. You can request the deployment server license from Splunk
support. Setup, enablement, transformation, and sending data from forwarders to your Splunk Cloud Platform
environment is your responsibility. This means you are responsible for installing, configuring, and managing your
forwarders, including maintaining version compatibility. You can leverage Ingest actions for routing, filtering and masking
data while it is sireamed to your Splunk Cloud Platform environment. For more information, see Supported forwarder

» versions. You are responsible for installing the data collection components of any app you wish fo use in Splunk Cloud
Platform on a Splunk forwarder.




As part of on-boarding to the service, Splunk will provide you the IP addresses that you will use to send data to Splunk
Cloud Platform using forwarders. These IP addresses will remain constant and not change during your subscription
period. If you increase your subscription level, you may receive additional IP addresses that you will utilize to send data.
in the rare occurrence of an IP address change, Splunk will provide you with advanced notification. Most customers will
be required to add these 1P addresses fo their outbound firewall rules to ensure their data is successfully forwarded to
Splunk Cloud Platform. To simplify lifecycle management of your outbound firewall rules, Splunk requires that you use the
actual [P addresses provided or the DNS mapping.

For more information about scripted and moduiar inputs, see Experience designations.
For more information, see Upload Data and Usa the Ingest Aclions page in the Getting Data /n manual.
Using HTTP Event Collector (HEC)

HEC lets you send data and application events using a token-based authentication mode to Splunk Cloud Platform over
the Secure HTTP (HTTPS) protocol. You can generate a token and then configure a logging library or HTTPS client with
the token to send data to HEC in a specific format, HEC is enabled by default for your Splunk Cloud Platform environment
with a 1 MB size limit on the maximum content length. You are responsible for setup, enablement, transformation, and
sending data to your Splunk Cloud Platform environment via HEC. You are also responsible for monitoring and
remediation of any HEG errar codes that are received from Splunk Cloud Platform to ensure no interruption of your data
ingestion. For more information, see the following:

¢ Use the HTTP Event Collector in the Getting Data In manual,

» The Data Collection entry in the Service limits and constraints table,

» The Differences between Splunk Cloud Platform and Spiunk Enterprise section, especially the Indexer Discovery
and Indexer Acknowledgement entry.

Using AWS Kinesis Data_ Firehose

For Splunk Cloud Platform in AWS regions, there is an additional data collection option. AWS Kinesis Data Firehose is a
tully managed, scalable, and serverless option for streaming data from various AWS services directly into Splunk Cloud
Platform. Setup, enablement, transformation, and sending data to your Splunk Cloud Platform environment is your
responsibility. If you choose to use the Kinesis Data Firehose service for data ingestion, you are responsible for enabling
and configuring AWS Kinesis Data Firehose, and for paying AWS for this service. For more information, see Install and
configure the Splunk Add-on for Amazon Kinesis Firehose on a Splunk Cloud Platform deployment in the Splunk Add-on
for Amazon Kinesis Firehose manual.

Using Edge Processor

Edge Processor provides an intermediate forwarding tier for your Splunk forwarders, with centralized cloud-based control
and configuration management. For certain tuse cases when data needs to be parsed prior to forwarding or data needs to
be forwarded based on ctiteria such as source or type of event, the Edge Processor service is a potential alternative to
using heavy forwarder. Additionally, Edge Processor provides filtering, masking, and routing functionality. For more
information, see About the Edge Processor solution.

Additional information about data coliection
Data compression

Forwarders and HTTP Event Collectors compress data when sending over TLS protocol. The amount of compression
varies based on the content, generally at a ratio between 8:1 and 12:1.
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1. Assertion of Trends & Technologies, Inc.
Management

# TRENDS

Assertion of Trends & Technologies, Inc. Management

We have prepared the accompanying description in section 3 titled "Trends & Technologies, Inc. description
of its Managed ICT Services" throughout the period July 31, 2021, to January 31, 2022, based on the
criteria for a description of a service organization’s system in DC section 200, 2018 Description Criteria for
a Description of a Service Organization's System in a SOC 2®Report (AICPA, Description Criteria),
managing access to networks and computing systems for user entities.

The description is intended to provide report users with information about the managed services that may
be useful when assessing the risks arising from interactions with Trends & Technologies, Inc. Managed
ICT Services, particularly information about system controls that Trends has designed, implemented and
operated to provide reasonable assurance that its service commitments and system requirements were
achieved based on the trust services criteria relevant to security set forth in TSP section 100, 2017 Trust
Services Criteria for Security, Availability, Processing Integrity, Confidentiality, and Privacy (AICPA, Trust
Services Criteria)

We confirm, to the best of our knowledge and belief, that:

a.) The description presents Trends & Technolagies, Inc.'s Managed ICT Services that was designed
and implemented throughout the period July 31, 2021, to January 31, 2022, in accordance with the
description criteria.

b.) The controls stated in the description were suitably designed throughout the period July 31, 2021,
to January 31, 2022, to provide reasonable assurance that Trends & Technologies, Inc.’s service
commitments and system requirements were achieved based on the applicable trust services
criteria.

¢.) The controls stated in the description operated effectively throughout the period July 31, 2021,
to January 31, 2022, to provide reasonable assurance that Trends & Technologies, Inc.'s service
commitments and system requirements were achieved based on the applicable trust services
criteria.

Christine Fard
Chief Operating Officer
Trends and Technologies, Inc.

m © 2022 R.G. Manabat & Co., a Philippine partnership, and a member firm of the KPMG glabal organization of independent member 4

firms affiflated with KPMG International Umited, 3 private English limited by All rights

Document Classification - KPMG Confidential
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2. Independent Service Auditor's Report

To: Trends & Technologies, Inc.

Scope

We have examined Trends & Technologies, Inc. accompanying description in section 3 titled “Trends &
Technologies Inc. description of its Manage ICT Services " throughout the period July 31, 2021, to January
31, 2022 based on the criteria for a description of a service organization's system in DC section 200, 20718
Description Criteria for a Description of a Service Organization's System in a SOC 2®Report (AICPA,
Description Criteria) and the suitability of the design and operating effectiveness of controls stated in the
description throughout the period July 31, 2021 to January 31, 2022, to provide reasonable assurance that
Trends & Technologies, Inc.'s service commitments and system requirements were achieved based on the
trust services criteria relevant to security set forth in TSP section 100, 2077 Trust Services Criteria for
Security, Availability, Processing Integrity, Confidentiality, and Privacy (AICPA, Trust Services Criteria).

The information included in section 5, "Other Information Provided by Trends & Technologies, Inc. That Is
Not Covered by the Service Auditor's Report,” is presented by Trends & Technology, Inc.'s management
to provide additional information and is not a part of the description. Information about Trends &
Technologies, Inc.'s future plans for new systems, other services provided by the service organization that
are not included in the scope of the engagement, qualitative information such as marketing claims, that
may not be objectively measurable, and responses from management to deviations identified by the service
auditor when such responses have not been subject to procedures by the service auditor has not been
subjected to the procedures applied in the examination of the description, the suitability of the design of
controls, and the operating effectiveness of the controls to achieve Trends & Technologies, Inc.’s service
commitments and system requirements based on the applicable trust services criteria.

Service Organization's Responsibilities

Trends & Technologies, Inc. is responsible for its service commitments and system requirements and for
designing, implementing, and operating effective controls within the system to provide reasonable
assurance that Trends & Technologies, Inc. service commitments and system requirements were achieved.
In section 1, Trends & Technology Inc. has provided its assertion titled "Assertion of Trends & Technologies,
Inc. Management" about the description and the suitability of design and operating effectiveness of controls
stated therein. Trends is also responsible for preparing the description and assertion, including the
completeness, accuracy, and method of presentation of the description and assertion; providing the
services covered by the description; selecting the applicable trust services criteria and stating the related
controls in the description; and identifying the risks that threaten the achievement of the service
organization's service commitments and system requirements.

Service Auditor's Responsibilities

Our responsibility is to express an opinion on the description and on the suitability of design and operating
effectiveness of controls stated in the description based on our examination. Our examination was
conducted in accordance with attestation standards established by the American Institute of Certified Public
Accountants. Those standards require that we plan and perform examination to obtain reasonable
assurance about whether, in all material respects, the description is presented in accordance with the
description criteria and the controls stated therein were suitably designed and operated effectively to
provide reasonable assurance that the service organization's service commitments and system
requirements were achieved based on the applicable trust services criteria. We believe that the evidence
we obtained is sufficient and appropriate to provide a reasonable basis for our opinion.

© 2022 R.G. Manabat & Ca., a Philipplne partnership, and a member firm of the KPMG global organtzaticn of independent member 5
firms affilated with KPMG Intemmational Umited, a private English company limited by guarantee. All rights reserved.
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An examination of the description of a service organization's system and the suitability of the design and
operating effectiveness of controls involves the following:

s Obtaining an understanding of the system and the service organization's service commitments and
system requirements

=  Assessing the risks that the description is not presented in accordance with the description criteria
and that controls were not suitably designed or did not operate effectively

»  Performing procedures to obfain evidence about whether the description is presented in
accordance with the description criteria

= Performing procedures to obtain evidence about whether controls stated in the description were
suitably designed to provide reasonable assurance that the service organization achieved its
service commitments and system requirements based the applicable trust services criteria

= Testing the operating effectiveness of controls stated in the description to provide reasonable
assurance that the service organization achieved its service commitments and system
requirements based on the applicable trust services criteria

= Evaluating the overall presentation of the description

Our examination also included performing such other procedures as we considered necessary in the
circumstances.

Inherent Limitations

The description is prepared to meet the common needs of a broad range of report users and may not,
therefore, include every aspect of the system that individual users may consider important to meet their
informational needs.

There are inherent limitations in the effectiveness of any system of internal control, including the possibility
of human error and the circumvention of controls.

Because of their nature, controls may not always operate effectively to provide reasonable assurance that
the service organization's service commitments and system requirements are achieved based on the
applicable trust services criteria. Also, the projection to the future of any conclusions about the suitability of
the design and operating effectiveness of controls is subject to the risk that controls may become
inadequate because of changes in conditions or that the degree of compliance with policies or procedures
may deteriorate.

€ 2022 R.G. Manabat & Co., a Phil] and 3 member firm of the KPMG globa) organization of independent member 6
{lrms affiliated with KPMG International Umited, a private English limited by Allrights 5
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Description of Tests of Controls

The specific controls we tested, and the nature, timing, and results of those tests are presented in section
4, "Trust Services Security Criteria, Related Controls, Test Procedures, and Test results" of this report in
columns 1, 2, 3, and 4, respectively.

Opinion

In our opinion, in all material respects,
a.) The description presents Trends & Technologies, [nc.'s Managed ICT Services that was designed
and implemented throughout the period July 31, 2021 to January 31, 2022, in accordance with the
description criteria.

b.) The controls stated in the description were suitably designed throughout the period July 31, 2021
to January 31, 2022, to provide reasonable assurance that Trends & Technologies, Inc.'s service
commitments and system requirements were achieved based on the applicable trust services
criteria,

¢.) The controls stated in the description operated effectively throughout the period July 31, 2021 to
January 31, 2022, to provide reasonable assurance that Trends & Technologies, Inc.'s service
commitments and system requirements were achieved based on the applicable trust services
criteria.

Restricted Use

This report, including the description of tests of controls and results thereof in section 4, is intended solely
for the information and use of Trends, user entities of Trends' Managed ICT Services during some or all of
the period July 31, 2021, to January 31, 2022, business partners of Trends subject to risks arising from
interactions with the practitioners providing services to such user entities and business partners,
prospective user entities and business partners, and regulators who have sufficient knowledge and
understanding of the following:

s The nature of the service provided by the service organization

= How the service organization's system interacts with user entities, business partners, subservice
organizations, and other parties

= Internal control and its limitations

«  User entity responsibilities and how they may affect the user entity's ability to effectively use the
service organization's services

= The applicable trust services criteria

v The risks that may threaten the achievement of the service organization's service commitments
and system requirements and how controls address those risks

This report is not intended to be, and should not be, used by anyone other than these specified parties.

R.G. MANABAT & CO.

Pariner

CPA License No. 0122094

PTR No. 6615126 MD

Issued May 27, 2022, at Makati City

Ja%e;s. Manrique

_] @ 2022 R.G. K bat & Co., a Philigpine par hip, and a member firm of the KPMG global organization of independent member 7
{irms affiliated with KPMG tatemational Limited, a private English fimlted by Allrights .

Document Classification - KPMG Confidential 12




CERTIFICATE

No. SCUK001708D

SOCOTEC

certifies that :

Trends & Technologies, Inc.

20th Trafalgar Plaza, 105 HV Dela Costa, Salcedo Village Makati, Philippines

operates a management system that has been assessed as conforming to :

ISO/IEC 27001:2013

for the scope of activities :

Trends Managed ICT Services- Service Operations Group which consists-of
Trends Operations Center, Systems & Platforms, Service Management and
Compliance & Continual Improvement
Statement of Applicability: MICTS-S0O-Statement of Applicability Version é effective: Jul‘)'l 20; 2020

"

Issue date : 14 April 2021 Mo Ghaus Operations Director SOCOTEC Certification UK
Valid until : 28 October 2023 (Subject to adherence to the agreed ongoing

programme, successful endorsement of certification following each audit and
compliance with the terms and conditions of certification.)
Original date of certification : 29 October 2017

SOCOTEC Certification UK Ltd, 6 Gordano Court
Serbert Close, Portishead, Bristol BS20 7FS

UNITED KINGDOM
http://socotec-certification-international.co.uk




_ # TRENDS

Technology To Transcend

CERTIFICATION IN THE INFORMATION TECHNOLOGY

This is to certify that Trends & Technologies, Inc. is a leading Solutions Provider and
Systems Integrator for Security and Information and Communications Technology (ICT) in
the Philippines for thirty (30) years and more than Three (3) years of experience in providing
SOC services. SOC is certified to ISO27001:2013 Information Security Management System
{ISMS]).

TRENDS offer complete IT Solutions and services to meet our clients’ demands. We help
clients achieve their business objectives as a total solutions provider. TRENDS' extensive
experience has helped over 300 local and global businesses maintain a competitive edge
by developing and managing IT network and security infrastructure solutions.

- Trends and Technologies SEC details as below:;

Regstration Date © 30-0¢1-1992

SEC Certificate SEC Cernficate Number AS09207335)

Bidder's Represéntative/Authorized Signatory

~ Z{_
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Republic of the Philippines

Secuities ond Exdhonge (ommission

EDSA, Greenhills, Mandaluyong
Metro-Manila
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S.E.C. Reg. No, A8092- (.7 5o &

TO ALL TO WHOM THESE PRESENTS MAY COME, GREETINGS

WHEREAS, Articles of incorporation and By-Laws duly signed and acknowledged for
the organization of the

TRENDS & TECHNOLOGIES, INC.

determine whej_her they are in accordance with law, duly registered in this
jon on the A day of October Anno Domini,
: ,w‘i%{undred and_Ninety-Two

IN TESTIMONY WHEREQF, | have hereunto set
my hand and caused the seal of this Commission to be
A affixed at Mandaluyong, Metro-Manila, Philippines, this
DN Fo* day of Detober:”

«.i"-‘.
5 g. year of our Lord nineteen ht

20008

}
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item Name Certifications Validity
1 Deifin Barquilla, Jr CEH - CERTIFIED ETHICAL HACKER | MAR 16, 2023 ~ MAR 15, 2026
TCTBECCOINGE SERTRED |, om0
N O SECURITY JUN 15, 2023 — JUN 15, 2025
NSE2 NETWORK SECURITY JUN 16, 2023 — JUN 16, 2025
NSES NE T ORK SECURITY JUN 23, 2023 — JUN 23, 2025
ITIL® FOUNDATION CERTIFICATE V3 SEP 11, 2012 (No expiration)
2 Jestoni Morales EC CERTIFIED(oc!:EéI'l:l)ICAL HACKER JUN 2, 2023 — JUN 1, 2026
EC CERTIFIED(lé\lCCILI'J)ENT HANDLER DEC 28, 2022 — DEG 27, 2025
OFFEPNRS(;Y:EESSQEI%%RAIE(YOV;\ISE;' ESS SEP 30, 2018 (No expiration)
3 Mardy Anne Vizcarra NSE1 Ni’l;g/gglf\_?gCURlTY AUG 12, 2023 — AUG 12, 2025
NSE2 Nigvsvgglﬁgcumw AUG 25, 2023 ~ AUG 25, 2025
NS N e Ty AUG 25, 2023 — AUG 25, 2025
CEH - CERTIFIED ETHICAL HACKER | OCT 20, 2021 - OCT 19, 2024
Chronicle Cezgﬂceg AS)OAR Analyst SEP 5, 2023 (No expiration)
Chronicle SO(%RS:::g)damentals v6 SEP 4, 2023 (No expiration)
B Y IOR OCT 28, 2022 (No expiration)
ECSS -EC COUNCIL CERTFED | 05 2051 (o expiaton
TR FONDATON SRTFATE | aue: 2020 (st
4 Erlyn Barredo CEH - CERTIFIED ETHICAL HACKER | OCT 11, 2022 — OCT 10, 2025
GENERAL PLATFORMKNOWLEDGE | pcr 30,2021 (No exiraton)
SIEMPLIFY CERTIFIED SOAR MAY 2, 2021 (No expiration)
S SERTIFIED SOAR MAY 7, 2021 (No expiration)
S T ORM OCT 30, 2020 (No expiration)
5 Gemalyn Cabanos EC CERTIFIED(Ié\Ié’JI:_Il))ENT HANDLER JUL 20, 2022 ~ JUL 19, 2025
NSE2 Nigvggga_?gcumw JUL 14, 2023 - JUL 14, 2025
TRELLIX CERTIFIED PRODUCT

SPECIALIST: SECURITY
INFORMATION AND EVENT
MANAGEMENT (SIEM) 11.3

PROFICIENCY EXAM

MAR 16, 2023 (No expiration)
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SIMPLIFY PLATFORM
FUNDAMENTALS - VERSION 6+
(SPFVe)

MAY 26, 2022 (No expiration)

SIMPLIFY CERTIFIED SOAR ANALYST
(SCSA)

JUL 11, 2022 (No expiration)

SIMPLIFY CERTIFIED SOAR
OPERATOR (SCSO)

JUL 11, 2022 (No expiration)

ITIL FOUNDATION CERTIFICATE IN IT
SERVICE MANAGEMENT

MAY 16, 2019 (No expiration)

Madeleine Engua

ECIH - EC COUNCIL CERTIFIED
INCIDENT HANDLER

DEC 17, 2021 - DEC 16, 2024

NSE 1 NETWORK SECURITY
ASSOCIATE

NOV 8, 2022 - NOV 8, 2024

CEH - CERTIFIED ETHICAL HACKER

OCT 20, 2021 - OCT 19, 2024

ISO/IEC 27001 INFORMATION

APR 5, 2022 (No expiration)

SECURITY ASSOCIATE
ITIL V3 FOUNDATION SEP 30, 2016 ({No expiration)
Maria Carla Angela Belen COMPUTER HACKING FORENSIC
INVESTIGATOR (CHFI) FEB 11, 2022 - FEB 10, 2025
FORTINET NSE 1 FEB 6, 2023 — FEB 6, 2025
FORTINET NSE 2 MAR 21, 2023 — MAR 21, 2025

FORTINET NSE 3

SEP 27, 2023 — SEP 27, 2025

Christian Ace John Cacot

ITIL® FOUNDATION CERTIFICATE IN
IT SERVICE MANAGEMENT

SEP 16, 2020 (No expiration)

CEH - CERTIFIED ETHICAL HACKER

JUL 1, 2022 — JUN 30, 2025

Certified Threat Intelligence Analyst

DEC 2, 2022 ~ DEC 1, 2026

Certified Incident Handler

JUL 20, 2022 ~ JUL 19, 2025

COMPTIA Security +

APR 1, 2022 - APR 1, 2025

Recorded Future Certified User

DEC 4, 2020 (No expiration)

Recorded Future Certified Analyst

NOV 2, 2020 (No expiration)

Anthony Michael Borbe

CEH - CERTIFIED ETHICAL HACKER

MAR 15, 2023 - MAR 14, 2026

ECIH - EC COUNCIL CERTIFIED
INCIDENT HANDLER

DEC 29, 2022 - DEC 28, 2025

CHRONICLE SOAR FUNDAMENTALS
V6 (CSFVB)

DEC 3, 2022 (No expiration)

NATIONAL CYBER DRILL (NCD)
INTERMEDIATE LEVEL

NOV 29, 2022 (No expiration)

NATIONAL CYBER DRILL (NCD)

NOV 28, 2022 (No expiration)

ENTRY LEVEL
TCM PRACTICAL MALWARE i
ANALYSIS (PMAT) SEP 26, 2022 (No expiration)
MITRE FIN6 EMULATION PLANS SEP 15, 2022 (No expiration)

MITRE FOUNDATIONS OF
OPERATIONALIZING MITRE ATT&CK

SEP 15, 2022 (No expiration)

ENTERPRISE SECURITY MANAGER
(SIEM) DEMO ON-DEMAND TRAINING

JUN 12,2021 (No expiration)

ENTERPRISE SECURITY MANAGER
11.0 ESSENTIALS

JUN 12, 2021 (No expiration)

MCAFEE MVISION EPOLICY
ORCHESTRATOR ESSENTIALS

JUN 12, 2021 (No expiration)




TRENDS

Technology To Transcend

MCAFEE MVISION EPO — OVERVIEW

JUN 11, 2021 (No expiration)

CROWDSTRIKE SALES & PRODUCT

MAY 1, 2021 (No expiration)

TRAINING
10 Chris Ansell Gucon Fortinet NSE1 Network Security
Associate SEPT 8, 2023 — SEPT 8, 2025
Fortinet NSE2 Network Security
Assaciate SEPT 8, 2023 — SEPT 8, 2025
Qualys Certified Specialist (Vulnerability -
Management) OCT 11, 2022 (No expiration)
Qualys Certified Specialist (Vulnerability o
Management Detection & Response) OCT 1, 2022 (No expiration)
Qualys Certified Specialist (Web -
Application Scanning) OCT 11, 2022 (No expiration)
Acunetix Certified User SEPT 17, 2018 (No expiration)
11 Rio Perez TCM SECURITY PRACTIAL MALWARE
ANALYSIS & TRIAGE OCT 3, 2022
COMPTIA SECURITY + APR 8, 2021 - APR 8, 2024
CEH - CERTIFIED ETHICAL HACKER NOV 18, 2021 - NOV 17, 2024
CHFI - COMPUTER HACKING
FORENSIC INVESTIGATOR FEB 11, 2022 - FEB 10, 2025
ECIH - EC COUNCIL CERTIFIED
INCIDENT HANDLER DEC 28, 2022 — DEC 27, 2025
COMPTIA SECURITY ANALYTICS
PROFESSINAL MAR 17, 2023 ~ MAR 17, 2026
COMPTIA CYBERSECURITY
ANALYST+ (CySA+) MAR 17, 2023 — MAR 17, 2026
GUIDEM DIGITAL FORENSICS & -
MEMORY ANALYSIS JUN 11, 2022 (No expiration)
RECORDED FUTURE CERTIFIED I
OR ANALYST CE NOV 2, 2020 (No expiration)
ITIL V4 FOUNDATION FEB 7, 2020 (No expiration)
12 Dave Phillip Bungag CISCO CERTIFITED NETWORK OCT 21, 2021 -~ OCT 21, 2024
ASSOCIATE (CCNA)
ITIL® FOUNDATION CERTIFICATE IN NQOV 18, 2022 (No expiration)
IT SERVICE MANAGEMENT
FORTINET NSE 1 APR 3, 2022 - APR 3, 2024
FORTINET NSE 2 MAR 19, 2022 - MAR 19, 2024
FORTINET NSE 3 APR 2, 2022 —~ APR 2, 2024
FORTINET NSE 4 SECURITY MAR 30, 2023 - MAR 30, 2025
PROFESSIONAL
COMPTIA + SECURITY CERTIFIED MAR 14, 2022 — MAR 14, 2025
13 Tyrone Jules Serafico ITIL® FOUNDATION CERTIFICATE IN -
IT SERVICE MANAGEMENT AUG 3,2020 (No expiration)
CEH - CERTIFIED ETHICAL HACKER OCT 20, 2021 - OCT 19, 2024
ECSS - EC COUNCIL CERTIFIED P
SECURITY SPECIALIST v9 DEC 8, 2021 (No expiration
ISONEC 27001 AUDITOR JUL 12, 2022 - JUL 12, 2025
NSE 1 NETWORK SECURITY
ASSOCIATE NOV 24, 2022 — NOV 24, 2024
COMPTIA SECURITY + JUL 04, 2023 - JUL 04, 2026
NSE 2 NETWORK SECURITY
ASSOCIATE AUG 13, 2023 ~ AUG 13, 2025
14 Ahmed Jameel Sia ELEARNINGSECURITY JUNIOR

PENETRATION TESTER

OCT 16, 2020 (No expiration)
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ICSI CERTIFIED NETWORK

SECURITY SPECIALIST NOV 2, 2020 (No expiration)
ELEARNINGSECURITY CERTIFIED
PROFESSIONAL PENETRATION JAN 7, 2021 (No expiration)
TESTER
PENTESTER ACADEMY CERTIFIED -
RED TEAM PROFESSIONAL JAN 6, 2022 (No expiration)
FORTINET NSE1 NETWORK
SECURITY ASSQCIATE SEP7,2022 - SEP7, 2024
FORTINET NSE 2 NETWORK
SECURITY ASSOCIATE SEP7,2022 - SEP 7, 2024
QUALYS CERTIFIED SPECIALIST -
VULNERABILITY MANAGEMENT SEP 12,2022 (No expiration)
QUALYS CERTIFIED SPECIALIST
VULNERABILITY MANAGEMENT SEP 12, 2022 (No expiration)
DETECTION & RESPONSE
~ QUALYS CERTIFIED SPECIALIST L
WEB APPLICATION SCANNING SEP 12,2022 (No expiration)
15 Altair Israel Cavida ELEARNINGSECURITY JUNIOR .
PENETRATION TESTER OCT 16, 2020 (No expiration)
ELEARNINGSECURITY CERTIFIED
PROFESSIONAL PENETRATION DEC 29, 2020 (No expiration)
TESTER
ISONEC 27001 INFORMATION -
SECURITY ASSOCIATE MAY 1, 2021 (No expiration)
CERTIFIED RED TEAM -
PROFESSIONAL JAN 5, 2022 (No expiration)
NSE1 NETWORK SECURITY
_ ASSOGIATE JUL 10, 2022 - JUL 10, 2024
NSE2 NETWORK SECURITY
A SSOCIATE JUL 10, 2022 - JUL 10, 2024
NSE3 NETWORK SECURITY
ASSOGIATE JUL 10, 2022 ~ JUL 10, 2024
CTIA - EC COUNCIL CERTIFIED
THREAT INTELLIGENCE ANALYST NOV 17, 2022 - NOV 16, 2025
Jexter De Leon ITIL® FOUNDATION CERTIFICATE IN
16 IT SERVICE MANAGEMENT FEB 10, 2021 _(No expiration)
17 Rolando Agustin ITIL V4 FOUNDATION DEC 7, 2019 (No expiration)
18 Paul Danie} Pablo COMPTIA SECURITY+ CE JUN 26, 2021 - JUN 26, 2024
19 Maila Calaycay PECB ISOJ/IEC 27001 AUDITOR JANUARY 25, 2023 (3 years)
- COMPTIA SECURITY+ JULY 4, 2023 — JULY 4, 2026

MICROSOFT CERTIFIED: SECURITY,
COMPLIANCE, AND IDENTITY

MAY 20, 2023 (No expiration)

OCTOBER 20, 2021 - OCTOBER

CERTIFIED ETHICAL HACKER 19, 2024
EC-COUNCIL CERTIFIED SECURITY DECEMBER 3, 2021 (No
SPECIALIST V9 expiration)
FORTINET NSE 2 MAY 22, 2022 - MAY 22, 2024
FORTINER NSE 1 JAN 6, 2022 - JAN 6, 2024
ITIL V4 FOUNDATION JUL 31, 2020 (No expiration)

7 —
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Tenable Certified Sales Associate - VM

Jan 02, 2022 - Jan 02, 2024

Password Safe Administralion v22

Sep 02, 2022 - Sep 02, 2024

27 BeyondTrust Certified Implementation Dec 08, 2022 - Dec 09, 2024
Engineer {BCIE)
Sophos Central Endpoint and Server Aug. 30, 2022 — Aug. 30, 2024
Daniel Ada v3.0 - Engineer
28 Sep 25, 2023 - Sep 25, 2025
’ . Tenable Certified Sales Engineer - VM
Michael Alfred Encienzo Delinea Secret Server Engineer Apr 04, 2023 - Apr 04, 2025
Certification
Nov 03, 2022 - Nov 03, 2023
Certified Forcepoint DLP Administrator
Microsoft Certified: Security Operations Oct 03, 2023 to Oct 04, 2024
Analyst Associate
29 Tenable Certified Sales Engineer Sep 27, 2023 to Sep 27, 2025
(TCSE) - VM Assessment
Lean Viado Sep 07, 2023 (No expiration)
MENLO Technical Essentials Course
30 Josiah Jose Santos FORESCOUT CERTIFIED EXPERT Sep 11, 2023
(FSCE)
31 FEBRUARY 1, 2023
James Ryan Santos ForeScout Cerlified Expert (FSCE)
32 BROADCOM PROVEN Dec 27, 2022 - Dec 27, 2024
Giovanni Loiica PROFESSIONAL PROXYSG 6.7
) Trellix Cerlified Architect: Network Sept. 14, 2023 - Sept. 14, 2025
Security NX
a3 Liza Canonoy Palo Alto Net\goﬂf Certified Security Sept. 10, 2023 - Sept. 10, 2025
ngineer
34 . Sept. 22, 2023 ~ Sept. 22, 2025
Billy Ray Gamboa NSE7 Network Security Architect
35 Palo Alto Network Certified Security Sept. 8, 2023 - Sept. 8, 2025
Delvin Ray Gamalo Engineer
Sep. 14,2023 — Sep.14, 2025
NSE7 Network Security Architect
36 Charice May Moico Palo Alto Net\gorls Cerlified Security Sept. 10, 2023 - Sept. 10, 2025
ngineer
37

Emmanuel Lacuata

NSE7 Network Security Architect

Sept. 30, 2023 - Sept. 30, 2025
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Cortitied | Ethical Hacker

§‘ to acknowledge that o

N" JR 'BARQUILLA

K.

NO
¢ :)cet‘gzlflcataon through examlnatlon admlnlstered by EC CounCII
OIE ali .

Ex'piry Date: 15 March, 2026

faYsandl

——

Sanjay Bavisi, President

1WO/IEC 17024
Personnei Certification Program
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ECC6024379518

This is to acknowledge that
DET IR DR BARGUII I A

has successfully completed all requirements and criteria for

Certified Threat Intelligence Analyst

certification through examination administered by EC-Council

Issue Date: 02 June; 2023 Expiry Date: 01 June, 2026

E@D@@]Unm@ﬁﬂ Sﬁmj/ay !;;visi President
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This certifies that
DELFIN JR BARQUILLA
has achieved
NSE 1 Network Security Associate

Date of achievement: June 15, 2023

Valid until: June 15, 2025

Certification Validation number: PMFGaadtMo

S o o '2%%Zli

Len Kie
CEO of Fortinet

’
/

SeNZHL

1 ADTD 34
puassu

Michzael Xe
President and Chief Technology
Officer (CTO), Fortinet
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NSE Certification
Program

This certifies that
DELFIN JR BARQUILLA
has achieved
NSE 2 Network Security Associate

Date of achievement: June 16, 2023

Valid until: June 16, 2025

Certification Validation number: j251ZWWnS5

Mﬂ@h@)@’ Xie

President and Chief Technology
Officer (CTO), Fortinet

;fi,ﬂ‘e hitps://Araining. (orminet.com/mud/c usmmce‘,r‘tlverify cerlificate.php
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NSE Certification

" assoclate

This certifies that
DELFIN JR BARQUILLA
has achieved
NSE 3 Network Security Associate

Date of achievement: June 23, 2023
Valid until: June 23, 2025

Certification Validation number: BTnWCiKTge

Program
F’) b i
 ly

<
Q
1w C@{ /
2§
m«
3
<%

.'Z‘.i.
2 ""_t\g'

o

I

&

3 é@ Kiepn Xie
F\\ “©EO of Fortinet

70 PR

i ? Rusdne
!

\\//ﬂna hd@ Xus

President and Chief Technology
Officer (CTQ), Fortinet

Verify this certification’s authenticity at:
hitps.//trainng jurtinet.com/mod/customcart/venfy ertiticate . piy
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Trends & Technologies, Inc.

JON
DELFIN JR. . BARQUILLA
TTI-2163

EMPLOYEE'S SIGNATURE

.

TRENDS

Z
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2014-HR-F-004

" %/ TRENDS

Technology To Transcend
October 12, 2023

CERTIFICATE OF EMPLOYMENT
This certifies that Mr. Delfin |. Barquilla Jr. is an employee of Trends & Technologies, Inc. from August
08, 2022 up to the present and holds a permanent position of MICTS Service Operations Head.

This certification is issued to comply with the bidding requirements of the Land Bank of the Philippines.

Human Resources Head

Trends & Technologies, Inc.

23rd Floor Trafalgar Plaza

105 H.V. Dela Costa Street, Salcedo Village
— Makati City 1227 Philippines

Phone: +63 2 811 8181 Fax: +63 2 814 0130
www.trends.com.ph

Created by
IEEINCY 2023-HR-F_CHE
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L PERSONAL INFORMATION

NAME:

BARQUILLA
{LAST NAME)

GROUP: MANAGED ICT

SERVICES

SERVICE OPERATIONS

POSITION:

DIVISION: DATE HIRE:

Il. WORK EXPERIENCES

DELFIN JR.

(FIRST NAME)

ICOGO

(MIDDLE NAME)

MICTS SERVICE OPERATIONS
HEAD
AUG 8, 2022

ITEM | INCLUSIVEDATES COMPANY NAME

POSITION DESCRIPTION OF FUNCTION

1. AUG 2022 — TRENDS &
PRESENT TECHNOLOGIES, INC

MICTS SERVICE
OPERATIONS HEAD

o

Overall responsible for ensuring
thatthe Service Operations has
the optimum organizational
structure to support Trends
business streams effectively
and efficiently.
Ensurethedelivery of top-tier
services to clients.

Drive process improvements

and maintain a high standard of

service excellence.

Institutionalize metrics as a key

indicatorfor continuous service

improvement.

Lead the Service Operations in

achieving the highest possible

service availability and
customer satisfaction rating.

o Ensure Service Operations is

available and functioning in
accordance to commitments
and acceptable standards

o Ensure Service Operalions

technology tools & logistical

resources are always available
in providing.

Projects handled:

o Managed IT Security,
Managed Wi-Fi, Managed
Network in a
Pharmaceutical Company

o Managed Security Services
in four (4) government
financial institution

L]

o

-]

Corporate Office
6F Trafalgar Plaza 105 H.V. Dela Costa St.
Salcedo Village, 1227 Makati City Philippines

MAKATI | CEBU | DAVAO |

HANOI |

Email:
Phone:
Fax:

info@trends.com.ph
(+632) 811 8181
(~632) 814 0130

DA NANG | HO CHI MINH

www.trends.com.ph
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2. 2017 - 2022 COCA-COLA HEAD OF o Technology infrastructure
BEVERAGES INFRASTRUCTURE AND program lead.
(P)gléf-FggEi'lJESEAST CYBERSECURITY o Seniorinfrastructure program
LIMITED (CONTINUOUS management role working
TENURE) within the technology

operations & engineering team
undertaking analysts, project
management and
implementation support for
large scale transformational
change within the Coca-Cola
big technology.

o Responsible forensuring end
to end service delivery
according to agreed SLAs with
the designated service
provider which covers the

— planning, designing,
managing, and maintaining
the corporateitinfrastructure,
cybersecurity, application
development and application
support

o Project handled:

o ITModernizationin alarge
beverage campany

3. 2017 DXT TECHNOLOGY ACCOUNT SECURITY | o Plan, deliver and execute
N DEPLOYED TO COCA- OFFICER managed security projecs and
COLA FEMSA

programs for Coca-Cola
FEMSA Philippines
Ensuring appropriate
resources are mobilized and
programs projects portfolios
meet operational, contractual,
and economic commitments.
4. 2014 - 2016 ACCENTURE INC. IT OPERATIONS Delivery lead pian, defiverand
SENIOR MANAGER execute managed security and
infrastructure outsourcing
programs for multiple
Accenture clients.

Ensuring appropriate
resources are mobilized and
programs projects portfolios
meet operational, contractual,
and economic commitments.

)

Carporate Olffice Emati: infof@trends.com.ph

6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811 8181

Salcedo Village, 1227 takati City Philippines Fax: {=622) 814 0130
MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH

www.trends.com.ph
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2009 - 2014 HEWLETT-PACKARD
PHILIPPINES CORP

ACCOUNT DELIVERY
EXECUTIVE/ SERVICE
DELIVERY MANAGER/
NETWORK
OPERATIONS LEAD

Lead and coordinate onshoref
offshore delivery activities for
all managed services under
contract within plan of
record/forecasted cost while
achieving confract SLAS,
agreed SLOs and other ABS
contractual commitments.
Accountable for delivery
against cost and margin
(DEGM) metrics

Manage relationships with
customers.

Supervise network tower.
Responsible for the daily
performance and availability of
the organization’s network.
Analyze network and
recommend upgrades/
changes.

Assess organization's current
and future network needs.
Oversees thedaily operations
of network staff

2003 - 2009 ACCENTURE, INC.

NETWORK TEAM LEAD/
NETWORK ENGINEER/
DESKTOP SUPPORT
ENGINEER

Supervise the network
engineering team of assigned
domain which comprises a
team of 13 in the areas of
firewall/VPN, LAN/WAN, and
networkservices to ensure the
availability of the network to
local, remote and/or client
resources and professional
development of subordinates.
Part of workstation
engineering team servicing
individuals with laptop and
desktops.

lll. EDUCATIONAL BACKGROUND

DATES

SCHOOL

DEGREE

COLLEGE

2001 - 2003

AMA BINAN LAGUNA

BS INFORMATION
TECHNOLOGY

POST GRADUATE STUDIES

2017 - 2019

DE LASALLE LIPA

(MMT) MASTER'S IN
MANAGEMENT
TECHNOLOGY

IV. SEMINARS AND TRAININGS ATTENDED

www.trends.com.ph

A. FOREIGN TRAININGS/ SEMINARS
ITEM COURSENAME TRAINING PROVIDER VENUE INCLUSIVEDATES
1. MENLO SECURITY MENLO NEW YORK 2018
2. JUNIPER/NETSCREEN FIREWALL JUNIPER PERTH 2009
AND SWITCHING

3. CHECKPOINT NOKIA FIREWALL MTECH SINGAPORE 2006
Corporate Office Email: infjR&trends.com.ph
6F Trafalgar Plaza 105 H.V. Deala Costa St. Phone: (+6582%811 8181
Salcedo Village, 1227 Makan City Philippines Fax: (+63X%) 814 0130

MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH
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B. LOCAL TRAININGS/SEMINARS
ITEM SEMINAR TITLE TRAINING PROVIDER VENUE INCLUSIVE DATES
1. ACCELERATE TALENT PROGRAM | GIBSON HALLMARK PHILIPPINES —~ 2019 - 2021
SERIES OF LEADERSHIP MULTIPLE VENUE
TRAININGS FOR SELECT
EXECUTIVES
2. VARIOUS SEMINARS ON VARIOUS PHILIPPINES - 2017 - 2021
1. OPERATIONS SECURITY SUPPLIERS MULTIPLE VENUE
2. MODERN WORKPLACE
3.s80C
4. NETWORKING
5. CLOUD
3. PEOPLE, PROJECT, SECURITY ACCENTURE MANDALUYONG 2014 - 2016
AND ACCOUNT DELIVERY
MANAGEMENT
4, HP ASE NETWORKING HP TAGUIG 2012
5. ITILV3 HP TAGUIG 2011
6. CCNA, CCNP (SWITCHING) FUJITSU MAKATI 2005
C. CERTIFICATIONS
ITEM TITLE INCLUSIVE DATES
1. CEH - CERTIFIED ETHICAL HACKER MAR 18, 2023 — MAR 15, 2026
2. CTIA - EC COUNCIL CERTIFIED THREAT JUN 2, 2023 ~ JUN 1, 2026
INTELLIGENCE ANALYST
3. NSE1 NETWORK SECURITY ASSOCIATE JUN 15, 2023 — JUN 15, 2025
4. NSE2 NETWORK SECURITY ASSOCIATE JUN 16, 2023 — JUN 16, 2025
5. NSE3 NETWORK SECURITY ASSOCIATE JUN 23, 2023 - JUN 23, 2025
6. ITIL® FOUNDATION CERTIFICATE V3 SEP 11, 2012
D. PROJECT HANDLED
ITEM COMPANY ROLE PROJECT DESCRIPTION INCLUSIVE DATES
1. A Government Financial Institution MICTS Service Managed Security 2022 - 2024
Operations Head Services
2, A Government Financial Institution MICTS Service Managed Security 2022 - 2024
Operations Head Services
3. A Government Financial Institution MICTS Service Managed Security 2022 - 2024
Operations Head Services
4. A Government Financial Institution MICTS Service Managed Security 2023 - 2025
Operations Head Services
5. A Pharmaceutical Company Security Solutions | Managed IT Security, 2022
Support Technology Managed Wi-Fi,
Lead Managed Network
6. A Large Beverage Company Project Proponent IT Modernization, 2017 - 2020
Security
Transformation,
Network
Transformation, Cloud
migration,
virtualization
J
Corporate Office Email: Info@trendg.com.ph
6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811%}81
Salcado Village, 1227 rakati City Philippines Fax: (=632) 814 0130
MAKATI | CEBU | DAVAO | HANOI DA NANG | HO CHI MINH

www.trends.com.ph
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Jestonj Morales |

1S CERTIFIED AS AN .

OSWP

(Offensive Security Wireless Professiconal)
AND HAS SUCCESSFULLY COMPLETED ALL REQUIREMENTS AND 'r
CRITERIA FOR SAID CERTIFICATION THROUGH EXAMINATION .

ADMINISTERED BY OFFENSIVE SECURITY. :
THIS CERTIFICATION, EARNED ON ;
~ 30th of September 2018
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Mati Aharoni
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Trends & Technologies, Inc.
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Technology 7o Transcend
October 5, 2023

CERTIFICATE OF EMPLOYMENT

This certifies that Mr. Jestoni E. Morales is an employee of Trends & Technologies, Inc. from October
6, 2022 up to the present and holds a permanent position of SOC Manager.

This certification is issued to comply with the bidding requirements of the Land Bank of the Philippines.

G%ZO

Human Resources Head

Trends & Technologies, Inc.
23rd Floor Trafalgar Plaza

105 H.V. Dela Costa Street, Salcedo Village
Makati City 1227 Philippines

Phone: +63 2 811 8181 Fax: +63 2 814 0130
www.trends.com.ph




4

TRENDS

Technology To Transcend

L PERSONAL INFORMATION

NAME:

MORALES JESTONI EMNACE

(LAST NAME) {FIRST NAME) {MIDDLE NAME)

GROUP: MANAGED ICT POSITION: SOC MANAGER
SERVICES

DIVISION: SERVICES DATE HIRE: OCT 6, 2022
Il. WORK EXPERIENCES

ITEM INCLUSIVE COMPANY NAME POSITION DESCRIPTION OF FUNCTION
DATES
1. OCT 2022 - TRENDS & SOC MANAGER Service Operations Management
PRESENT TECHNOLOGIES, INC o OLA Management and reporting

« Recommend and implement
technical and operating performance
standards.

o Execute crisis communication plan.

o Address complaints and resolve
problems with intemal as well as
external customers.

Service Operations Management -
Incident Management

o Act as an incident manager for P1
and P2 incidents.

Service Operations Management -
Problem Management

o Flag recurring incidents and inform
Problem Manager of such incidents
for proper Problem Management
handling.

Service Operations Management -
Process Engineering

o Contribute in the establishment of
the most effective and efficient
processes.

« Promote and uphold compliance to
agreed standards and processes.

¢ Report inefficiencies and non-
compliance to agreed standards and
processes.

» Propose process and procedure
within the Security Operations
Center.

Change Management

o Overall responsible for overseeing
the correctness of the
implementation of changes.

Continuous improvement

o Collaborate and contribute with other
managers in improving workflows,
documentations, standards and
processes.

e Projects handled:

o Managed Security Services in
four (4) government financial
institution

2. DEC 2013 - NEXT GENERATION TECHNICAL Security Solutions Implementation
AUG 2022 TECHNOLOGIES MANAGER o Data [oss protection solution
GLOBAL INC. o Endpoint protection solution

e \ulnerability management solution
Coarporate Office Ermail: info@trends.com.gh
6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811 8181
Salcedo Village, 1227 Makati City Philippines Fax; (+632) 814 0130

MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH
www.trends.com.ph
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« Security awareness training and
simulation solution

IT Security Services

¢ Vulnerability Assessment and
Penetration Testing (VAPT)services

o Security awareness training and
phishing simulation

s PCI-DSS Pre-auditandred teaming
exercises

o Wi-Fi Audit

e Project handled:

o AProperty Management
Company — Vulnerability
Assessment and Penetration
Testing of Web Applications,
Wireless Network, Phishing
Simulation and System
Exploitation and Overall Internal
Network

o AFinancing Company -
Managed Vulnerability
Assessment Services

o AFinancing Company —
Implementation of Vulnerability
Assessmentfor intemal/external
systems and web application
scanning

3. 2012 —-2013 SWEDA SYSTEMS SYSTEM ENGINEER | PDS Specialist for Jollibee Branches
PHILIPPINES nationwide
lil. EDUCATIONAL BACKGROUND
N DATES SCHOOL DEGREE
UNIVERSITY OF CALOOCAN BS INFORMATION
COLLEGE 2008 —-2012 cITY TECHNOLOGY
POST GRADUATE STUDIES N/A N/A N/A
IV. SEMINARS AND TRAININGS ATTENDED
A. FOREIGN TRAININGS/ SEMINARS
ITEM COURSE NAME TRAINING PROVIDER VENUE INCLUSIVEDATES
1. N/A
2.
3.
B. LOCAL TRAININGS/SEMINARS
ITEM SEMINAR TITLE TRAINING PROVIDER VENUE INCLUSIVE DATES
1. ISACA CERTIFIED INFORMATION TRENDS JAN 2023
SECURITY MANAGER (CISM)
TRAINING
2. CERTIFIED ETHICAL HACKER NGT GLOBAL MAKATI 2017
TRAINING
Corporate Office Email: Infogdtrends.com.ph
6F Trefalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811 8181
Salcedo Village, 1227 tMakati City Philippines Fax: (~632) 814 0130
MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH '/

www.trends.com.ph




C. CERTIFICATIONS

TITLE

INCLUSIVE DATES

1. EC CERTIFIED ETHICAL HACKER (CEH)

JUNE 2, 2023 - JUNE 1, 2026

2. EC CERTIFIED INCIDENT HANDLER (ECIH)

DEC 28, 2022 - DEC 27, 2025

OFFENSIVE SECURITY WIRELESS
PROFESSIONAL {OSWP)

SEPT 30, 2018

D. PROJECT HANDLED

ITEM COMPANY ROLE PROJECT DESCRIPTION INCLUSIVE DATES
1. A Government Financial Institution 1 SOC Manager Managed Security 2022 - 2024
Services
2. A Government Financial Institution 2 SOC Manager Managed Security 2022 - 2024
Services
3. A Government Financial Institution 3 SOC Manager Managed Security 2022 - 2024
Services
4, A Government Financial Institution 4 SOC Manager Managed Security 2023 - 2025
Services
5. A Property Management Company Project Manager VAPT for Web 2018 - 2021
Applications, Wireless
Network, Phishing
Simulation and
System Exploitation
and Overall Internal
Network
6. A Financing Company Project Manager Managed Vulnerabiiity 2018 — 2021
Assessment Services
7. A Financing Company Project Manager Implementation of 2017 - 2021
Vulnerability
Assessment for
internal/ external
systems and web
application scanning
Corporate Office Email: Info@trends.com.ph
6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811 8181
Salcedo Village, 1227 Makati City Philippines Fax: {+632) 814 0130
MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH

www.trends.com.ph
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NSE Certification
Program

This certifies that
Mardy Vizcarra
has achieved
NSE 1 Network Security Assoclate

Date of achievement: August 12, 2023

G

3; of Fortinet
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3

Officer (CTQ), Fortinet

. i Valid until: August 12, 2025
:L - - -
R Certification Validation number: hPFOTL2yeu
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2 President and Chief Technology
g 2 g
2 ¥ g Y



F RTINET

NSE Certification

Program
This certifies that
Mardy Vizcarra
has achieved
NSE 2 Network Security Associate
P Date of achievement: August 25, 2023
(O
FH ", Valid until; August 25, 2025
o] Y,
"E! é i Certification Validation number: cqDDsPDQGE
qm ey
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This certifies that
Mardy Vizcarra
has achieved n
NSE 3 Network Security Associate s }

Date of achievement: August 25, 2023
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This is to acknowledge that

Wlzraly Anme Vivean s

has successfully completed all requirements and criteria for

Certified Threat Intelligence Analyst
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certification through examination administered by EC-Couneil”

Issue Date: 17 Nevember, 2022 Expiry Date: 16 November, 2025
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Sanjay Bavisi, President
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Certificate
of Completion

Certifies

Mardy Anne Vizcarra

Far the successful completion of:

Chronicle Certified SOAR Analyst (CCSA)

Oleg Siminel, St. Security Sofutions Architect

' Chonics
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Certificate .
of Completion Lot
Certifies

Mardy Vizcarra

lor the successful completion of:

Chronicle SOAR Fundamentals V6 (CSFvé)
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Cleg Siminel, Sr. Security Solutions Architect
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ECC6012859347

This is to acknowledge that
AT

Wilgar@ly, Mmiene Wiza

Has successfully completed all requirements and criteria for

EC-Council Certified Security Specialist v9

M  certification through examination administered by EC-Couneil ~~ =~

Issue Date: 03 December, 2021
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All talents, certified.

.v‘/\{ GLOBAL BEST PRACTICE

. Mardy Anne M. Vizcarra

~zs goeved e

ITIL® Foundation Certificate in
T Service Managemernnt

Ed~cver it 03 Aug 2020 Sariee naic NIA
Comificare ot e GRB71168597MVY Cangaate 0 neer 9980091728463195
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Mark Basnam CEO. AXELOS Panoraia Theterit, Cartification Quaiifier, PeopleCert
ITIL 4 Edition
Printed on 5 August 2020

| € ieA%cate Bmams the (rope-ty M *ne ssing Cwa®inghon rottute anc shall oe retuman mm«:&.atety Lzon ;y‘su&sr

Q- ©czses QESR R @.:.., cke Meages 5 @ L, ng.&‘a' -pss R
N ¢ & A‘}"_, [p e 49

- e - l’jﬂ fi Y R N - T T -V
PREY 21 EC WSS ol 4 e B u_a”ﬂ-r et LE R B S W

g e woE e S nFf ,». ERRPE Teshr’eccaga'o iFrapscend
R eIT =

3 reo To T s Dlgew pdhon |

T




Trends & Technologies, Inc.

MARDY

MARDY ANNE M. VIZCARRA
TTI-1623 -

nl

“EMPLOYEE'S SIGNATURE
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Technology To Transcend

October 12, 2023

CERTIFICATE OF EMPLOYMENT

This certifies that Ms. Mardy Anne M. Vizcarra is an employee of Trends & Technologies, Inc. from

August 27, 2019 up to the present and holds a permanent position of SOC Team Lead - Security
Operations.

This certification is issued to comply with the bidding requirements of the Land Bank of the Philippines.

Ghéﬁ%‘régo

Human Resources Head

Trends & Technologies, Inc.

23rd Floor Trafalgar Plaza

105 H.V. Dela Costa Street, Salcedo Village
Makati City 1227 Philippines

Phone: +63 2811 8181 Fax: +63 2 814 0130
www.trends.com.ph
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#

1. PERSONAL INFORMATION

NAME:

VIZCARRA
(LAST NAME)
GROUP: MANAGED ICT POSITION:

SERVICES

DIVISION: SERVICE OPERATIONS

DATEHIRE:

Il. WORK EXPERIENCES

MARDY ANNE

(FIRST NAME)

MANAYSAY

(MIDDLE NAME)
SOC TEAM LEAD

AUG 27,2019

ITEM INCLUSIVE DATES COMPANY NAME

POSITION DESCRIPTION OF FUNCTION

1. AUG 2019 - TRENDS &
PRESENT TECHNOLOGIES, INC.

SOC MANAGER

Service Operations Management

» Reviewand approve advisories.

o Reportto immediate head on
significant events that happened
on the assigned shiftand ensuring
smoothand orderly transition to
the incoming team member.

Service Operations Management -

Event & Monitoring Management

o Assistand guide SOC Analysts in
the monitoring of securlty events
for proper categorization and
prioritization.

o Assistand guide SOC Analysts in
the creation and updating of
tickets.

« Provide assistance and
appropriate actions in remediation
of critical information security
incidents.

Service Operations Management -

Incident Management

e Actas an Incident Handler for P1
and P2 incidents

o Escalateto Incident Manager for
P1 and P2 incidents.

o FornonP1and non P2incident,
manage incidents and manage
escalation.

o Communicate with Trends SOC
Analysts/ Incident Responders and
communicateupdate to Clientand
Trends internal resources.

¢ Projects handled:

o Managed Secuiity Services in
a Mutual Life Insurance
Company

o Managed IT Security,
Managed Wi-Fi, Managed
Network in a Pharmaceutical
Company

o Managed SecurityOperations
Center in a Government
Financial Institution

o Managed Security Services in
four (4) Govemment Financial
Institution

Corporate Office
6F Trafalgar Plaza 105 H.V. Dela Costa St.
Salcado Village, 1227 {akati City Philippines

MAKATI | CEBU | DAVAO |

HANOI |
www.trends.com.ph

Email:
Phone:
Fax:

info@trends.com.ph
(+6]2) 811 B1S1
(+63R) 814J0130

DA NANG | HO CHI MINH
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2. | MAY 2015 —JAN | ALFAMART OIC/ STORE LEADER
2018
3. | SEP 2014 —MAR | EVER PLUS COUNTER HEAD
2015 SUPERMARKET
4. | SEP2013-SEP | ROBINSON'S CASHIER
2014 DEPARTMENT STORE
5. | MAR-JUL 2012 | MANILAINTERNATINAL | ADMIN —INTERNAL | ANSWERS PHONE INQUIRIES,
AIRFORT AUTHORITY AUDIT DEFT ENCODES
CORRESPONDENCE, FILES
DOCUMENTS
. EDUCATIONAL BACKGROUND
DATES SCHOOL DEGREE
INFOTECH COLLEGE OR
COLLEGE 2018 - 2019 ARTS AND SCIENCES - B I CRMATION
SUCAT
INFOTECH COLLEGE OR ASSOCIATE IN
2010 - 2012 ARTS AND SCIENCES - COMPUTER SCIENCE
SUCAT TECHNOLOGY
POST GRADUATE STUDIES N/A

IV. SEMINARS AND TRAININGS ATTENDED

A. FOREIGN TRAININGS/ SEMINARS
ITEM COURSE NAME TRAINING PROVIDER VENUE INCLUSIVE DATES
1. N/A
2.
3.
B. LOCAL TRAININGS/SEMINARS
ITEM SEMINAR TITLE TRAINING PROVIDER VENUE INCLUSIVE DATES
1. EC-COUNCIL CERTIFIED THREAT TRENDS Makati City SEP 2022
INTELLIGENCE ANALYST CTIA
TRAINING
CCNA TRAINING TRENDS Makati City JUL 2022
ITIL 4 FOUNDATION TRAINING TRENDS Makati City JUL 2020
C. CERTIFICATIONS
[ITEM TITLE INCLUSIVEDATES
1. NSE1 NETWORK SECURITY ASSOCIATE AUG 12, 2023 - AUG 12, 2025
2. NSE2 NETWORK SECURITY ASSOCIATE AUG 25, 2023 — AUG 25, 2025
3. NSE3 NETWORK SECURITY ASSOCIATE AUG 25, 2023 - AUG 25, 2025
4. CTIA - EC COUNCIL CEiLI;{%g;HREAT INTELLIGENCE NOV 17, 2022 — NOV 16, 2025
5. CEH - CERTIFIED ETHICAL HACKER OCT 20, 2021 -~ OCT 19, 2024
6. Chronicle Certified SOAR Analyst (CCSA) SEP 5, 2023
7. Chronicle SOAR Fundamentals v6 (CSFv8) SEP 4, 2023
8. EJPT ELEARNSECURITY JUNIOR PENETRATION TESTER OCT 28, 2022
9. ECSS - EC COUNCIL CERTIFIED SECURITY SPECIALIST V9 DEC 3, 2021
ITIL® FOUNDATION CERTIFICATE IN IT SERVICE
10. MANAGEMENT AUG 3, 2020
Corporate Office Email: info@trends.com.ph
6F Trafalgar Plaza 105 H.V. Deia Costa St. Phone: (+632) 811 8181
Salcedo Village, 1227 Makati City Philippines Fax: {~632) 814 013
MAKATI | CEBU | DAVAO HANOI | DANANG | HO CHI MINH

www.trends.com.ph
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D.PROJECT HANDLED

1TEM COMPANY ROLE PROJECT DESCRIPTION INCLUSIVE DATES
1. A Mutual Life Insurance Company SOC Manager | Managed Security Service 2019 - 2021
2. A Pharmaceutical Company SOC Manager Managed IT Security, 2019 - 2022

Managed Wi-Fi, Managed
Network
3. A Government Financial Institution SOC Manager Managed Security 2019 - 2022
Operations Center
4. A Government Financial Institution SOC Manager Managed Security Services 2022 - 2024
5. A Government Financial Institution SOC Manager Managed Security Services 2022 - 2024
6. A Government Financial Institution SOC Manager Managed Security Services 2022 - 2024
7. A Government Financial Insiitution SOC Manager Managed Security Services 2023 - 2025
Corporate Office Email: info@trends.com.ph
6F Trafalgar Plaza 105 H.V. Dela Costa 5t. Phone: (+632) 811 8181
Salcedo Village, 1227 Makati City Philippines Fax: (+632) 814 0130
MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH

www.trends.com.ph
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CERTIFIES

Frlym Bairedo

[For the successful completion of:

General Platform Knowledge Evaluation (GPKE) B

1

i
%

SON=

Oleg Stminel, Sr. Security Solutions Architect

pusdsuel of fi

7 Siemplify




CERTIFICATE £
OF COMPLETION @(j

CERTIFIES

Erlyn Bagredo

For the successful completion of:

Siemplify Certified SOAR Operator (SCSQO)

2
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|

Oleg Stminel, Sr. Security Solutions Architect

FAd00 arvus 03I

7 Siemplify
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E i lyn Barredo

‘o1 the successtul completivn ol

Siemplify Certified SOAR Analyst (SCSA)

Oleg Stminel, Sr. Security Solutions Architect
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Erlym Barredo

For the successful completion of:

Siemplify Platform Fundamentals

Oleg Siminel, Sr. Security Solutions Architect

IO

7 Siemplify
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Trends & Technologies, Inc.
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ERLYN B. BARREDO
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Technology To Transcend
October 12, 2023

CERTIFICATE OF EMPLOYMENT

This certifies that Ms. Erlyn B. Barredo is an employee of Trends & Technologies, Inc. from December
03, 2018 up to the present and holds a permanent position of Technology Lead.

This certification is issued to comply with the bidding requirements of the Land Bank of the Philippines.

Gé’ﬁ%‘z&;

Human Resources Head

Trends & Technologies, Inc.

23rd Floor Trafalgar Plaza

105 H.V. Dela Costa Street, Salcedo Village
Makati City 1227 Philippines

Phone: +63 2 811 8181 Fax: +63 2 814 0130
www.trends.com.ph 4
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NAME:

GROUP:

DIVISION:

TREN

DS

Technology To Transcend

PERSONAL INFORMATION

BARREDO

MANAGED ICT
SERVICES
SERVICES

{LAST NAME)

POSITION:

DATE HIRE:

WORK EXPERIENCES

ERLYN

{FIRST NAME)

BARISAL

{MIDDLE NAME}

SECURITY SOLUTIONS SUPPORT TECHNOLOGY LEAD

DEC3, 2018

ITEM

INCLUSIVE DATES

COMPANY NAME

POSITION

DESCRIPTION OF FUNCTION

1.

DEC 2018 -
PRESENT

TRENDS &
TECHNOLOGIES,
INC

SECURITY
SOLUTIONS
SUPPORT
TECHNOLOGY
LEAD

o

Responsible for implementing and

maintaining the security solutionsused on

our Managed Security Services.

Lead implementation and operational

support for Managed Security services

Lead all the activities under the Security

Solution Support team.

Responsible for supporting, and

maintaining the following solutions: SIEM,

SOAR, WAF, EDR/AV, DLP/DE,

Vuinerability Management, Threat Intel

platform.

Assists with complex projects and

assumes ongoing support of security

operations.

Solution Architect (Solution Designing &

Integration Activities)

Manage resolution, Incident, and Service

Request Tickets in accordance with the

MICTS Policies and Processes.

Ensure that the appropriate escalation

processes are followed in a timely manner,

ensuring that high Severity/ Priority

incidents are managed according to

standards.

Oversee customer implementations, and

integration. Become the main point of

contract for client's technical issues.

Conduct presentations, simulation, proof-

of-concept, implementation, and supportto

client of assigned product as needed.

Projects handled:

o Managed Security Servicesina Mutual
Life Insurance Company

o Managed IT Security, Managed Wi-Fi,
Managed Network in a Pharmaceutical
Company

o Managed Security Operations Centerin
a Government Financial Institution

o Managed Security Services in four (4)
Government Financial Institution

APR 2015 ~JUL
2017

CONVERGYS
PHILIPPINES,
INC.

ASSOCIATE
TRAINER

s Mentored new frainers.

a

Acted as SME for newtraining curricuium,

o Facilitated classroom training to teach

program product knowledge, calthandling
skills, customer service/sales skills and
program process and procedures.

Carperate Office
6F Trafalgar Plaza 105 H.V. Dela Costa St.
Saicedo Village, 1227 t1akati City Philippines

MAKATI |

CEBU | DAVAO

| HANOI |

www.trends.com.ph

DA NANG |

Emall:
Phone:
Fax:

info@trends.com.ph
(+632) 811 8181
(+632) B14 0130

HO CHI MINH
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o Facilitated continuing education for existing
call center staff fornew products, services,
customer service skills, etc.

3. APR 2013 — CONVERGYS PRODUCT READY | o Facilitates classroom training to teach
APR 2015 PHILIPPINES, TRAINER program product knowledge, calthandling
INC. skills, customer service/sales skills and
program process and procedures.

o Facilitates continuing education for existing
call center staff fornew products, services,
customer service skills, etc.

o Monitors agent calls and agent
performance to identify training gaps.

o Participates in calibration meetings with the
Client, QA and management team to
ensure information being trained is up to
date

4. APR 2011 — CONVERGYS TECHNICAL o WFE POC (collates WFE errors, issues,

APR 2013 PHILIPPINES, SUPPORT and reporis them. Monitors WFE
INC. SPECIALIST Compliance report) / Communication

Protégé (ensures EOP policy is always
observed, collaborates with Comm
Coaches) / MRSP POC (blasts updates,
recent product promotions, and monitors
teams upsells)

¢ Diagnose and resolve technical hardware
and software issues involving internet
connectivity, IPTV, VOIP and more.
Interact with customers to provide and
process information in response to
inquiries, concerns, and requests about
products and services. Accurately process
and record

Ili. EDUCATIONAL BACKGROUND
DATES SCHOOL DEGREE
2006 — 2011 B5 COMPUTER
COLLEGE ! N
2017 - 2019 UNIVERSITY OF THE EAST ENGINEERING
POST GRADUATE STUDIES N/A
IV. SEMINARS AND TRAININGS ATTENDED
A, FOREIGN TRAININGS/ SEMINARS
ITEM COURSE NAME TRAINING PROVIDER VENUE INCLUSIVE DATES
N/A
2.
3.
B. LOCAL TRAININGS/SEMINARS
ITEM SEMINARTITLE TRAINING PROVIDER VENUE INCLUSIVE DATES
1. CERTIFIED ETHICAL HACKER TRENDS VIRTUAL MAY 10-12 & 14 -
TRAINING 15, 2021
2. | CISCO IP TELEPHONY AND ROUTING | RIVAN SCHOOL OF SEP 10, 2018
TECHNOLOGY, INC.

3. CYBER SECURITY AWARENESS UE MANILA JAN 13, 2018
Corporate Office Emali: info@trands.com.ph
6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: (+632) 811 8181
Salcedo Village, 1227 Makati City Philippinas Fax: (+632) 814 0130

MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH




C. CERTIFICATIONS

Technology To Transcend

TITLE INCLUSIVE DATES
1 CEH - CERTIFIED ETHICAL HACKER OCT 11, 2022 - OCT 10, 2025
2. GENERAL PLATFORM KNOWLEDGE APR 30, 2021
EVALUATION - GPKE
SIEMPLIFY CERTIFIED SOAR OPERATOR - SCSO MAY 2, 2021
4. SIEMPLIFY CERTIFIED SOAR ANALYST - SCSA MAY 7, 2021
5. | SIEMPLIFY PLATFORM FUNDAMENTALS OCT 30, 2020
D. PROJECT HANDILED
ITEM COMPANY ROLE PROJECT DESCRIPTION INCLUSIVE DATES
1. A Mutual Life Insurance Company | Security Solutions Managed Security 2018 - 2021
Support Technology Service
Lead
2. A Pharmaceutical Company Security Solutions | Managed IT Security, 2017 - 2022
Support Technology Managed Wi-Fi,
Lead Managed Network
3. A GovernmentFinancial Institution | Securily Solutions Managed Security 2019 - 2022
Support Technology | Operations Center
Lead
4. A Government Financial Institution | Seourity Solutions Managed Security 2022 - 2024
Support Technology Services
Lead
5. A Government Financial Institution | Security Solutions Managed Security 2022 - 2024
Support Technology Services
Lead
6. A Government Financial Instituion | Security Solutions Managed Security 2022 - 2024
Support Technology Services
Lead
7. A Government Financial Institution Security Solutions Managed Security 2023 - 2025
Supportt Technology Services
Lead
Corporate Office Email: info@trends.com.ph
6F Trafalgar Plaza 105 H.V. Dela Costa St. Phone: {+632) 811 8181
Salcedo Village, 1227 rakati City Philippines Fax: {+632) 814 0130
MAKATI | CEBU | DAVAO | HANOI | DANANG | HO CHI MINH
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ECC0975281436

This is to acknowledge that

Gemalyn Cabanos

has successfully completed all requirements and criteria for

EC-Coumncill Certified Incident Handler

IU
Prectenng l(ﬁ"l l U j1a

certification through examination administered by EC-Council

Expiry Date: 19 July, 2025

HB-Conmne o

Sanjay Bavisi, President
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NSE Certification
Program

This certifies that
Gemalyn Cabanos

has achieved [ﬁ'
NSE 2 Network Security Assoclate :

Date of achievement: July 14, 2023

Valid until: July 14, 2025

Certification Validation number: szBFLxoUi7

— = o = Sl 2z =TT A el SR

Michael Xie
of Fortinet President and Chief Technology
Officer (CTO), Fortinet :

528 Verify this certification’s authenticity at:
3950 hitps://raining. fortinet.com/mad/customeert/verify certificate.php




